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1 Best Practices for FlexusL

Best Practices for FlexusL

After purchasing a FlexusL instance, you can build environments on it. This
document describes how to set up a website and development environment based
on FlexusL instances.

Table 1-1 Best practices

Item

Helpful Link

Setting Up a
Website

Managing Servers Using the BT Panel
Building a WordPress Website

Using Matomo to Build a Website Traffic Statistics
System

Using Odoo to Build an ERP System

Using Moodle to Build an Online Learning System

Using Joomla to Build a Content Management System
Using Ghost to Build a Personal Blog

Using EspoCRM to Build a Content Management System

Setting Up
the
Developmen
t
Environment

Using Portainer to Deploy a MySQL Container
Using Node.js to Run Node.js Programs
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Item Helpful Link
Setting Up Project management scenarios
an e Using GitLab to Manage Teams and Projects
Application . . .
e Using Redmine to Create a Project
Cloud disk scenarios
e Using Nextcloud to Set Up an Enterprise Web Disk
System
e Using Kodbox to Quickly Set Up a Cloud Disk
E-commerce
e Using Windows Server to Set Up a Cross-Border E-
Commerce Store
e Using PrestaShop to Build an E-Commerce Website
Audio and video scenarios
Pushing Local PC Desktop Streams to SRS Using OBS
Website data analysis
Using Superset to Obtain Data from MySQL for Analysis
Server e Using Images to Migrate FlexusL Instances to ECSs
Migration e Using SMS to Migrate Servers to FlexusL Instances
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2 Setting Up a Website

Setting Up a Website

2.1 Managing Servers Using the BT Panel

Application Scenario

The BT panel is a visualized server management software that supports more than
100 server management functions, such as one-click LAMP, LNMP, monitoring,
website, FTP, database, and Java. Supported By FlexusL, the BT panel application
image uses Ubuntu 22.04 and provides a web client for you to manage servers,
such as website or file management, graphical monitoring, and task planning. You
can use this application image to manage servers.

Resource Planning and Costs

Resource

Configuration

Description

Cloud server

e VvCPUs: 2
e Memory: 2 GiB

A BT panel application image requires
at least 2 vCPUs and 2 GiB of memory.
Select appropriate instance
specifications accordingly.

Image

BT panel

Select the BT panel application image.

Security group

Inbound rule:

e Protocol/
Application: TCP

e Port: 80, 443,
8888, 3306, or
9090

e Source: 0.0.0.0/0

e 80: Allows HTTP traffic to FlexusL
instances.

e 443: Allows HTTPS traffic to FlexusL
instances.

e 8888: Allows access to the BT panel.

e 3306: Allows access to MySQL
databases.

e 9090: Allows access to the
phpMyAdmin database
management tool
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Process

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the BT panel

application image.

Step 2: Configure a
Security Group

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance before logging in to it.

Step 4: Initialize the
BT Panel

Log in to the BT dashboard and install the basic

software bundle.

Step 5: Deploy the
BT Panel

On the dashboard, perform the following operations:

e Configure domain names.

e |Install an SSL certificate for your website.

e Manage software.
e Manage files.
e Manage logs.

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.

Issue 01 (2025-02-14)
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=] o 6] @ €]
. 2VCPU|2GIiB n 2VvCPU |4GIB n 2VvCPU | 8GIB 4VvCPU |8 GIB 4VvCPU |16 GiB

$9.00 USD i $19.00 USD imontn $39.00 USD ot $59.00 USD smoan $79.00 USD imontn

Para Example Description

meter

Regio | CN-Hong For low network latency and quick resource

n Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution when
selecting a region.

Applic | BT panel Select the BT panel application image.

ation

Image

Instan | 2 vCPUs | 2 Select instance specifications as needed.

ce GiB of

Specifi | memory and

cation | 60 GiB system

s disk

Instan | BT-Example Customize an instance name that is easy to

ce identify, for example, BT-Example.

Name
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Para Example Description
meter
(Optio | e Data disk: You can bundle any of EVS, HSS (basic edition),
nal) 10 GiB and CBR to your FlexusL instances as needed and
AssoCi | ¢ Host set specifications as needed.
ated security
Servic
es e Cloud
backup
vault: 70
GiB
Requir | 1 month The minimum duration of a purchase is one
ed month and the maximum duration is three years.
Durati Auto-renew is enabled by default, which means
on the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.
Quant |1 Set the number of FlexusL instances to be
ity purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure a Security Group
1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

[ | [ N | sta D 654c5¢ 3
4 stal D 664c5e
¢  Instance ID 664c5e a

S
% Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

Qverview C| d S
ou ervers
e[S
[2] EVS Disks

% Cloud Backup Vaults

> Host Securky = | hcss_ecs_4d44 |
K_// O enofa7c2-76/-4fe . (7 © Running

2vCPU

3. On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.
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The following figure only displays common rules. You can add more rules as
needed.

@
Overview  Domain Names | Security Groups | Disks  Network Interfaces

Basic Information
Add Inbound Rule  Leam how to add arule [

68.0.256 (primary) P

wwwwwww

Table 2-1 Security group rules

Priorit | Actio | Typ | Protocol | Source Description

y n e & Port

1 Allow [ IPv | TCP: 0.0.0.0/0 | Allows access to MySQL
4 3306 databases.

1 Allow | IPv | TCP: 0.0.0.0/0 | Allows access to the
4 9090 phpMyAdmin database

management tool.

1 Allow | IPv | TCP: 0.0.0.0/0 | Allows access to the BT
4 8888 panel dashboard.

1 Allow | IPv | TCP: 443 | 0.0.0.0/0 | Allows HTTPS traffic to
4 FlexusL instances.

1 Allow | IPv | TCP: 80 0.0.0.0/0 | Allows HTTP traffic to
4 FlexusL instances.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does
not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 7
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Figure 2-1 Entry to the application dashboard

Resource Overview

After the application is started, the initialization wizard page of the dashboard
is displayed.

00

52 QR code login is more secure

aaPanel Linux panel

administrator

Forget Password ==

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure a Security Group.

e The dashboard is being started. Try again later.

Locate the resource card and choose > Reset Password to reset the

password.

A FlexusL instance does not have an initial password. Set a password for the
FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.

Issue 01 (2025-02-14)
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Figure 2-2 Resetting a password
FlexusL (1)

Batch operation (2)

e
~ © Running | CN East-Shanghait

Stop

Restart

Reset Password

Upgrade

3. Locate the target instance and click Remote Login and enter the username
and password as prompted to log in to the FlexusL instance.

The username is root, and the password is the one set in 2.

Flexus L Instance (1)

Q_ search or filter by name

FlexusL (1)

Batch operation (2)

<, \
< -
""" © Running | CN North-Beijing4

EIP:1 Private IP- 4770000007

Inuse, 31 days until expirat | remote Login | E5 Renew

Step 4: Initialize the BT Panel

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. Obtain the administrator username and password for logging in to the BT
panel.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 9
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3.

4.

Log in to the server and run sudo cat /credentials/password.txt to obtain
the username and password for logging in to the BT panel.

root@smh-ec

On the Overview page, click Access in the Dashboard field in the Image
area.

NNNNNN

server Leammore >

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure a Security Group.

e The dashboard is being started. Try again later.
Enter the username and password obtained in 1 and click Login.

0|0
.

£3 OR code login is more secure .
o “p

aaPanel Linux panel

administrator

Forget Password ==

(10 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

Install the basic software bundle.
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You can select recommended software packages and click One-click to install
them when you log in to the dashboard for the first time.

You can also close the popup and select other software from App Store and
install them afterwards.

LAMP

BN NN}
Ay
ss’sQ@Q

i 006 ¢

After the initialization of the BT panel application is complete, you can deploy
applications on the dashboard.

Step 5: Deploy the BT Panel

Configuring Domain Names

If you want to use a domain name to access a website, add and resolve the
domain name for the website.

1. If the domain name is not registered with Huawei Cloud or not hosted on
Huawei Cloud DNS, the domain name cannot be resolved. Use either of the
following methods to resolve the issue:

- Contact the DNS service provider to add an A record that maps the
domain name to the EIP of the FlexusL instance.

- Use Huawei Cloud DNS servers to resolve the domain name. For details,
see Migrating to Huawei Cloud DNS for Domain Name Resolution.

2. Configure the domain name on the application dashboard.

If you had added a domain name to a cloud server, or removed a domain
name from a cloud server and then add a new one, you need to configure the
domain name on the application management page so that the domain
name can be used to access the website.

a. On the Overview page, click Access in the Dashboard field in the Image
area.

Resource Overview

W
\
\\l
8
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{11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port
is allowed based on Step 2: Configure a Security Group.

e The dashboard is being started. Try again later.

b. Choose Settings > Security, enter a domain name for Domain, for
example, www.wpwebsite.com, and click Save.

The BT panel uses port 8888 by default. If you want to use the domain
name to access the website directly, you need to change the port number
to the default HTTP or HTTPS port (80 or 443). If you do not change the
port number, you need to access the website through http://Domain-
name.8888 or https:// Domain-name:8888.

““““““““““

Installing an SSL Certificate for Your Website

BT panel uses HTTPS by default, and you do not need to install an SSL certificate.

Managing Software
In the software store, you can install, uninstall, and manage software.

You can search for the software by name or category. A PHP extension plugin is
required to enhance PHP language functions. The following shows how to install a
PHP extension:

1. Choose App Store in the left navigation pane and search for PHP.

2. Select the PHP version, click Install or Buy now in the Operation column of
the target software and complete the installation.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 12
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Managing Files

In the Files menu, you can perform a range of operations on files, including
copying, pasting, cutting, deleting, renaming, compressing, refreshing, or creating
a file, and creating a directory for a file.

g 94748 o

Home

Website

Managing Logs

In the Logs menu, logs are classified by log type. You can click the tabs to view
different types of logs and clear logs.

Oy 94.74)
Panel Logs Website Logs Logs Audit $SH Login Logs Soft Logs
Home
Website Operation logs Run logs Cron logs
. o

Operation

=| Databases User
type

Details

i Docker administrator  Installer Successfully added intallation task [php-8.0]

. administrater  Login Login succeed, Username: administrator, Login IP: 119.8.243.70:51526
Meonitor

8vuud3ec Login Login succeed, Username: 8vuud3ec, Login IP: 175.8,120.108:34522

7 Security

P WAF
Files

= Logs

2.2 Building a WordPress Website

Application Scenario

WordPress is an enterprise-level open-source content management system. It is
usually used for enterprise website setup, cross-border e-commerce, and personal
blog building. Supported By FlexusL, the WordPress application image uses
Ubuntu 22.04 and is deployed using Docker. The Nginx, MySQL, phpMyAdmin, and
Docker have been preconfigured in the image. You can use this application image
to quickly set up a website.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it
as required.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 13
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Process

Resource

Configuration

Description

Cloud server

e VCPUs: 2
e Memory: 2 GiB

Select appropriate instance
specifications based on your service
requirements.

Image

WordPress

Select the WordPress application
image.

Security group

Inbound rule:
e Protocol: TCP

e Ports: 443, 80,
9000, 9001, and
3306

e Source: 0.0.0.0/0

e 443: Allows HTTPS traffic to a
website.

e 3306: Allows access to MySQL
databases.

e 80: Specifies the internal
forwarding port of application
images.

e 9000: Allows external access to the
application O&M page.

e 9001: Allows external access to the
application dashboard.

Domain name

wpwebsite.com

e If the website is only used for
personal development or testing,
there is no need to add a domain
name.

e |f the website is open to the public,
add and resolve a domain name
for the cloud server.

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the WordPress
application image.

Step 2: Configure a
Security Group

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL

Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

Step 4: Initialize

WordPress

Log in to the dashboard, set the username and
password, and install WordPress. The image
application dashboard needs to be initialized only
when you log in for the first time.

Issue 01 (2025-02-14)
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Procedure Description
Step 5: Operate On the dashboard, perform the following operations:
Websites

e Configure domain names.

e Install an SSL certificate for your website.
e Manage appearance.

e Manage plug-ins.

e Configure SMTP.

e Reset a password.

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.

nnnnnnnnnnnnnnnnnnnnn

2VCPU|26GiB L4 2vcrujacis ° 2VCPU|8GIB 4vCPU |8 GIB 4VCPU |16 GIB

§9.00 USD irenin $39.00 USD rmorey §59.00 USD maren $79.00 USD o

nnnnnnnnnnnnnnn

Paramet | Example Description

er

Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target

users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.

Applicati | WordPress Select the WordPress application image.
on Image
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3.
4.

Paramet | Example Description
er
Instance | 2 vCPUs | 2 Select instance specifications as needed.
Specificat | GiB memory
ions and 60 GiB
system disk
Instance | Wordpress- Customize an instance name that is easy to
Name Example identify, for example, Wordpress-Example.
(Optional | e Data disk: | You can bundle any of EVS, HSS (basic edition),
) 10 GiB and CBR to your FlexusL instances as needed
Associate | ¢ Host and set specifications as needed.
d Services security
e Cloud
backup
vault: 70
GiB
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three
years.
Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.
Quantity | 1 Set the number of FlexusL instances to be

purchased.

Click Buy Now and complete the payment as prompted.

Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure a Security Group

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1.

Log in to the FlexusL console and click a resource card to go to the instance

details page.

In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.
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[ | N
-
%; Region CN-Hong Kong 2 vCPU
hcss_ecs_4d44  © Running
Qverview C| d S
ou ervers
[Soudsover

[2] EVS Disks

% Cloud Backup Vaults

7} Host Security

¢  Instance ID 664c5e a

=

| hcss_ecs_4d44 |

eb0fa7c2-7616-4fe

2vCPU

7 © Running

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as

needed.

Table 2-2 Security group rules

Priori | Acti | Type | Protoco | Source Description

ty on | & Port

1 Allo | IPv4 TCP: 0.0.0.0/0 Allows access to MySQL
w 3306 databases.

1 Allo | IPv4 TCP: 80 | 0.0.0.0/0 Specifies the internal
w forwarding port of

application images

1 Allo | IPv4 TCP: 0.0.0.0/0 Allows HTTPS access to the
w 443 application dashboard.

1 Allo | IPv4 TCP: 0.0.0.0/0 Allows external access to the
w 9000 application O&M page.

1 Allo | IPv4 TCP: 0.0.0.0/0 Allows external access to the
w 9001 application dashboard.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does
not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has

been up and running. If yes, go to the next step.
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NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 2-3 Entry to the application dashboard

P )

Resource Overview

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-4.

Figure 2-4 Initialization wizard page of the WordPress dashboard
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(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure a Security Group.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose "~~~ > Reset Password to reset the
password.

A FlexusL instance does not have an initial password. Set a password for the
FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.

Figure 2-5 Resetting a password
FlexusL (1)

Batch operation (%)

<

o

s © Running | CN East-Shanghait

... C

Stop

Restart

Reset Password

Upgrade

3. Locate the target instance and click Remote Login and enter the username
and password as prompted to log in to the FlexusL instance.

The username is root, and the password is the one set in 2.
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Flexus L Instance (1)

Q_ search or filter by name

FlexusL (1)

Batch operation (2)

<, \
""" © Running | CN North-Beijing4

EIP:1 Private [P 177000000070

Inuse, 31 days until expirat | remote Login | E5 Renew

Step 4: Initialize WordPress

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application

dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. On the Overview page, click Access in the Dashboard field in the Image
area.

Resource Overview

(¢
©
§
\

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure a Security Group.

e The dashboard is being started. Try again later.
2. Select the WordPress language and click Continue.
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3. Set the website title, WordPress username, password, and email, and click
Install WordPress.

WordPress does not have an initial username or password. You can customize
the username and password during initialization. Keep your website
administrator username, password, and email secure. If you forgot the
password, you can use this email to reset the password.
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Welcome

Welcome to the famous five-minute WordPress installation process! Just fill in the information below and you'll

be on your way to using the most extendable and powerful personal publishing platform in the world.

Information needed

Please provide the following information. Do not worry, you can always change these settings later.

Site Title

Username

Password

Your Email

Search engine
visibility

Install WordPress

|W0|'dPress—exampIe |

|admin |

Usernames can have only alphanumeric characters, spaces, underscores, hyphens,
periods, and the @ symbol.

Strong

Important: You will need this password to log in. Please store it in a secure location.

example@163.com

Double-check your email address before continuing.

O Discourage search engines from indexing this site

It is up to search engines to honor this request.

4. Enter the username and password and click Log In.

Success!

WordPress has been installed. Thank you, and enjoy!

Username

Password

After WordPress is initialized, you can operate the website on the application

dashboard.

Step 5: Operate Websites

This section describes common WordPress operations. For more information, see

admin

Your chosen password.

WordPress Documentation.
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Configuring Domain Names

Add and resolve a domain name for the website so that users can use the domain
name to access the website.

1.

If the domain name is not registered with Huawei Cloud or not hosted on
Huawei Cloud DNS, the domain name cannot be resolved. Use either of the
following methods to resolve the issue:

- Contact the DNS service provider to add an A record that maps the
domain name to the EIP of the FlexusL instance.

- Use Huawei Cloud DNS servers to resolve the domain name. For details,
see Migrating to Huawei Cloud DNS for Domain Name Resolution.

Add the domain name on the application O&M page.

a. In the address bar of a local browser, enter http://£/”~9000 to log in to
the application O&M page.

The username and password for logging in to the dashboard are the root
user and password of the FlexusL instance. A FlexusL instance does not
have an initial password. Reset the password and use it to log in to the
dashboard.

b. Choose My Apps and click the App icon.
c. Choose Access and click Add Domain.

(o] o] ] =

Apply for ICP licensing for the domain name.

To successfully access the server using a domain name, you must license the
domain name. Domain name licensing provided by the ICP License Service is
free of charge. For details, see ICP Filing Process.

After the domain name is licensed, you can use it to visit the website.

Installing an SSL Certificate for Your Website

If the website is only used for personal development or testing, you can apply for
a free SSL certificate (provided by Let's Encrypt) whose validity period is 90 days. If
your website is for commercial use, you are advised to install a commercial SSL
certificate. After an SSL certificate is installed, HTTPS is used when you access the
website using the domain name. The following describes the two methods for
installing an SSL certificate for your website.

Preparations

Before installing an SSL certificate, initialize the application on the management
page and configure the domain name on the application O&M page.

Procedure
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Apply for a free SSL certificate on the application O&M page.

a.

C.

In the address bar of a local browser, enter http://£/£.9000 to log in to

the application O&M page.
The username and password for logging in to the dashboard are the root

user and password of the FlexusL instance. A FlexusL instance does not
have an initial password. Reset the password and use it to log in to the
dashboard.

Choose Gateway > Hosts > Proxy Hosts, click the icon next to the
domain name, and click Edit.

Select SSL, configure the parameters as instructed in the following figure,
and click Save.

Edit Proxy Host
Details € Custornlocations

SSL Certificate

@lm—rw; Support

HSTS Enabled ®

Usea DNS Challenge

Email Address for Let's Encrypt*

1127 % &= @qq.com

@ll Agreeto the Let's Encrypt Terms of Service *

Install a commercial SSL certificate.

If you have purchased and issued an SSL certificate, perform the following
steps to install the certificate for the website. If you have not purchased and
issued an SSL certificate, purchase and issue one on Huawei Cloud by
referring to About SCM and SSL Certificate Usage, and then perform the
following steps to install a certificate for the website.

a.

In the address bar of a local browser, enter http://£/£.9000 to log in to
the application O&M page.

The username and password for logging in to the dashboard are the root
user and password of the FlexusL instance. A FlexusL instance does not
have an initial password. Reset the password and use it to log in to the
dashboard.

Choose Gateway > SSL Certificates, click Add SSL Certificate, and select
Custom.
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@) Nginx Proxy Manager

SSL Certificates [

There are no SSL Certificates

c. Enter a name for the certificate, upload the certificate key and certificate,
and click Save.

Add Custom Certificate x

™ Key files protected with a passphrase are not supported.

Name *

SSL Namé]

Certificate Key *

Choose file Browse
Certificate *
Choose file Browse

Intermediate Certificate

Choose file Browse

Cancel

Managing Appearance

WordPress provides a wide range of themes. You can select an appropriate one for
your WordPress website. You can change the WordPress theme of your website
without changing the website content and structure.
1. Choose Appearance > Themes on the WordPress dashboard.

You can use the default and active themes, or add new themes.

- Select a theme from the theme collection provided by WordPress.

- Click Upload Theme and upload third-party themes.
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Yourideamatters

8 .
a

Twenty Twenty-Four Hello Elementor

nsated | T P p—

The works of Berthe ST Youeeo x
Morisot, 1800s-era e
French painter

ml..

Twenty Twenty-Two. Twenty Twenty-One OceanWP

2. After installing a theme, click Activate.

3. Choose Pages > Add New Page and use the fusion builder provided by the
theme to flexibly set up a web page.

‘\f\_p # Wordrress-example &4 B0 4 New Howdy, admin [l

a Screen Options v || Help ¥
@& Dashboard

# Posts Al 2) | published (1) | Draft (1) | ‘

qz Media | Bulk actions v ‘ ‘ Alldates v ‘ 2items
[ Pages () Ted Author [ ] Date

Al Pages () Privacy Policy — Draft, Privacy Policy Page admin - Last Modified

Add New Page 2024/03/19 at 334 am

B Comments () Sample Page admin - published

2024/03/19 at 234 am

A Appearance

0 Tiet Author [ ] Date
K Plugins @

Bulk actions v 2 items
- Users | uhadons v J|
# Tools

Managing Plugins

WordPress provides many plugins that add more capabilities, choices, and options
to your WordPress website.
e Choose Plugins > Installed Plugins.

You can view all the plugins that have been installed and their details, such as
the developer and functions.
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Howdy, admin [l

@ A wordpress-example

Screen Options v || Help v
@ Dashboard Plugins
# Posts ANE) | Inactve Search installed plugins.. |
0] Media | Bulk actions 2items
Il Pages ) Plugin Description Automatic Updates
¥ Comments - . -
() Akismet Anti-Spam: Spam Protection  Used by milions, Akismet is quite possibly the best way in the world to protect your blog from spam, Akismet  Enable auto-updiates
Activate | Delete anti spam keeps your site protected e To get started: activate the Akismet plugin and then
® Aope
A Appearance o to your Akismet Settings page to set up your APl key.
% Plugins 1 Version 5.1 | By Automattic - Anti Spam Team | View details
Installed Plugins O There is a new version of Akismet Anti-Spam: Spam Protection available. View version 5.3.1 details or update now.
Plugin
. ) Hello Dolly This is not just 2 plugin, it symbolizes the hope and enthusiasm of an entire generation summed up in two Enable auto-updates
¢ U= Activate | Delete words sung most famously rmstrong: Hello, Dolly activated you will randomly see a lyric from
Hello, Dolly in the upper righ admin screen on every page,
Version 1.7.2 | By Matt Mulenieg
O Plugin Description Automatic Updates

| Bulk actions v| 2 tems

Choose Plugins > Add New Plugin and add plugins.

- In the upper right corner, select a filter and search for plugins from the
WordPress plugin library.

- Click Upload Plugin and select a third-party plugin for installation.

Add Plugins [[ssiosd risain

Last Updated: 7

ast Update:

s+ willion Activ i + compatible wit ~ compatible with

Configuring SMTP

The following uses the 163 email as an example to show how to use the WP Mail
SMTP plugin to configure SMTP.

1.

Choose Settings > General and set the administration email address.

© A wodbressexample © 5 B0 4 New

@ Dashboard

WordPress 6,62 is available! Please update now. An automated WordPress update has failed to complete - please attempt the updats again now

A Posts
07 Media General Settings
1M Pages Settings saved.
¥ Comments
Sy — Site Title | Wordpress-example |
£ Plugins

Tagline | Just another WordPress site |
& Users

I a few words, explain what tis site is about.

# Tools
Settings WordPress Address (URL) | ttp:/ /. upuebsite . con

Site Address (URL) | http://imaa. upuebsite. con |

Enter the same address here nless you want your site home page to be different from your WordPress installation directory

Administration Email Address | eample@163.com |
This address is used for admin purposes.If you change this, an email will be sent to your new address to confirmit. The new address will not become active untl confirmed.
Membership () Anyone can register
New User Default Role | subscriber v
Site Language Gy | Ergiish (United States) v|

Install the WP Mail SMTP plugin.
a. On the WordPress dashboard, choose Plugins > Add New Plugin.

b. Search for the keyword WP Mail SMTP. In the displayed result, click
Install Now. After the installation is complete, click Activate.
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3.

@ A wodbresseample 4 B

@ Dashboard

Installed Plugins

Add New Plugin

& Users

3+ Million Active Installations

Add Plugins [ upesa plsgin

Keyword v |[w= Mail SMTH | l

333 items 1

WP Mail SMTP by WPForms -
The Most Popular SMTP and
Email Log Plugin

FluentSMTP - WP Mail SMTP,
Amazon SES, SendGrid,
MailGun and Any SMTP
Connector Plugin

(it |

ore Details

5 SMTP Email plugin.

4338 Last Updated: 3 weeks ago 200) Last Updated: 3 days ago

v Compatible with your version of WordPress 200,000+ Active Installations v Compatible with your version of WordPress

Go back to the dashboard, configure SMTP, and click Save Settings.

The following uses the 163 mailbox as an example to show how to configure
a mailbox. If you use another mailbox, specify corresponding parameters.

Parameter Description

From Email The email address that emails are sent from, which is the
email address that you specify during WordPress
installation by default. In this example, the value is
example@163.com. You can change the value as needed.
NOTE

SMTP must be configured for the email address.

From Name The name that emails are sent from, which can be your
website name. The default value is the website title that
you specify during WordPress installation. In this example,
the value is WordPress-example. You can change the value
as needed.

Mailer Select Other SMTP.

SMTP Host SMTP host IP address. Enter smip.163.com in this example.

Encryption Select SSL.

SMTP Port Enter 465 in this example.

Auto TLS Enable this function.

Authenticatio
n

Enable this function.

SMTP Keep it the same as the From Email parameter value:
Username example@163.com.

SMTP Enter the authorization code obtained when configuring
Password SMTP for the email example@163.com. This is not the

password of the email example@163.com.
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Resetting a Password

If you forgot the WordPress administrator password, you can reset the password

via email (SMTP must have been configured for WordPress).

e Resetting a password via email

a. On the WordPress login page, click Lost your password.

Usermname or Email Address

|a::'lr'nin |

Fasswword

|-------------- @l

I_I Fememiber e
I Lost ywour password? I

— Go to WordPress-example

b. Enter the username or email address and click Get New Password.

Then a new password will be sent to your email.
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Flease enter your username or email address. You
will receive an email message with instructions on
how to reset your password.

Username or Email Address

Get Mew Password

Log in
— Go to WordPress-example

¢. On the dashboard, choose Users > Profile.On the displayed page, set a
new password and click Update Profile.

K Plugins (i
New Password
- Users
| [#=]e]
Strong
Profile
Sessions

Toals
o You are only logged in at this location.

B Settings

%, WP Wil TP Application Passwords

0c Application passwords allow authentication via non-interactive systems, such as XML-RRC or the REST AP, without providing your actual password. Application passwards can be easily revoked. They
cannat be used for traditional logins to your website.

The application password feature requires HTTRS, which is not enabled on this site.

Ifthis s a development website you can set the environment type accordingly to enable application passwords.

Update Profile
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2.3 Using Matomo to Build a Website Traffic Statistics

System

Application Scenario

Matomo is a powerful open-source network analysis platform that has full data
ownership and ensures that the business complies with General Data Protection
Regulation (GDPR) and California Consumer Privacy Act (CCPA). Supported By
FlexusL, the Matomo application image uses Ubuntu 22.04 and is deployed using
Docker. The Nginx, MySQL, phpMyAdmin, and Docker have been preconfigured in
the image. You can use this application image to analyze website data.

Resource Planning and Costs

Resource Configuration Description

Cloud server e vCPUs: 2 Select appropriate instance

specifications based on your service

e Memory: 2 GiB .
requirements.

Image

Matomo Select the Matomo application image.

Security group | Inbound rule: e 80: Specifies the internal forwarding

e Protocol/ port of application images.

Application: TCP | e 9000: Allows external access to the
e Port: 80, 9001 application O&M page.
e Source: 0.0.0.0/0 |® 9001: Allows external access to the
application dashboard.

Process

Procedure Description

Step 1: Purchase a Purchase a FlexusL instance and select the Matomo
FlexusL Instance application image.

Step 2: Configure Add inbound security group rules to ensure that the
Security Groups application preinstalled in the image can be accessed.

Step 3: Reset the A FlexusL instance does not have an initial password.
Password and Log In | After creating a FlexusL instance, set a password for the
to the FlexusL FlexusL instance before logging in to it.

Instance

Step 4: Initialize Install and initialize Matomo.
Matomo

Step 5: Use Matomo | Add tracking code to the websites you want to monitor.
to Monitor Websites
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Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.

nnnnnn

= &8 8 ‘ L] ‘
LB S B
J 2vCPU|2GiB '9’ 2VvCPU | 4GiB n 2VvCPU |8GiB 4VvCPU | 8 GiB 4VvCPU | 16 GiB
Paramet | Example Description
er
Region CN-Hong Kong | For low network latency and quick resource
access, select the region nearest to your
target users. After a FlexusL instance is
created, the region cannot be changed.
Exercise caution when selecting a region.
Applicati | Matomo Select the Matomo application image.
on Image
Instance | 2 vCPUs | 2 GiB | Select instance specifications as needed.
Specificat | memory and
ions 60 GiB system
disk
Instance | Matomo- Customize an instance name that is easy to
Name Example identify, for example, Matomo-Example.
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Paramet | Example Description
er
(Optional | e Data disk: You can bundle any of EVS, HSS (basic
) 10 GiB edition), and CBR to your FlexusL instances as
Associate | ¢ Host needed and set specifications as needed.
d Services security
e Cloud
backup
vault: 70
GiB
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three
years.
Auto-renew is enabled by default, which
means the purchased FlexusL instances will
be automatically renewed before they expire.
If you do not enable auto-renew during the
purchase process, you can still enable it later
after the instances are created. For more
information about auto-renewal rules, see
Auto-Renewal Rules.
Quantity |1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 33


https://support.huaweicloud.com/intl/en-us/productdesc-flexusl/pd_billing_0002.html#section3
https://console-intl.huaweicloud.com/smb/?&locale=en-us#/resource/list

Flexus L Instance
Best Practices

2 Setting Up a Website

z [ | inm #  Instance ID 664c5e.. (T
E Region CN-Hong Kong 2 vCPU
hcss_ecs_4d44  © Running
Qverview
Cloud Servers
&| Cloud Servers

[2] EVS Disks

% Cloud Backup Vaults

& Host Security (S

| hcss_ecs_4d44 |
t// D: eb0farc2-76f5-4fe 7 © Running

2vCPU

On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Table 2-3 Security group rules

Priorit | Actio | Type | Protocol | Source | Description
y n & Port
1 Allow | IPv4 TCP: 80 0.0.0.0/0 | Specifies the internal
forwarding port of
application images
1 Allow [ IPv4 TCP: 0.0.0.0/0 | Allows external access to
9001 the application dashboard.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does
not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1.

In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.
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Figure 2-6 Entry to the application dashboard

\
e

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-7.

Figure 2-7 Initialization wizard page of the Matomo dashboard

~ mqtomo English ~

free/libre analytics platform

1. Welcome WE|C0me
3, System Chec Matomo is libre software used to analyze traffic from your visitors.

This process has 8 steps and takes around 5 minutes.

et up a Wel

o

=

=]

=}
T

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Locate the resource card and choose > Reset Password to reset the

password.

A FlexusL instance does not have an initial password. Set a password for the
FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.
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Figure 2-8 Resetting a password
FlexusL (1)

Batch operation (2)

e
~ © Running | CN East-Shanghait
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3. Locate the target instance and click Remote Login and enter the username
and password as prompted to log in to the FlexusL instance.

The username is root, and the password is the one set in 2.

Flexus L Instance (1)

Q_ search or filter by name

FlexusL (1)

Batch operation (2)

<, \
< -
""" © Running | CN North-Beijing4

EIP:1 Private IP- 4770000007

Inuse, 31 days until expirat | remote Login | E5 Renew

Step 4: Initialize Matomo

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. On the Overview page, click Access in the Dashboard field in the Image
area.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 36


https://support.huaweicloud.com/intl/en-us/usermanual-flexusl/image_admin_0001.html

Flexus L Instance
Best Practices

2 Setting Up a Website

2.

Resource Overview

(1] NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
Click NEXT.

Figure 2-9 Initialization wizard page of the Matomo dashboard
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Wait until Matomo completes the system check and click NEXT.

Matomo automatically checks whether the server meets the requirements for
installing Matomo and displays the check result for each item.

Set up the MySQL database and click NEXT.

The MySQL database and a default database account have been preset in
Matomo. The information about the default database account is
automatically obtained. Retain the default settings and click NEXT.

After Matomo automatically creates data tables, click NEXT.

On the Superuser page, set the username, password, and email address of
the Matomo administrator, and click NEXT.

The super user is the user that you created when you installed Matomo. Each
Matomo has only one super user who has the highest permissions. Keep the
username and password of the super user secure.
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1. Welcome Superuser

Superuser login

5. Superuser

D subscribe to our newsletter to receive regular
information about Matomo.

D send me info on Professional services and products for

Matomo has mare info.

NEXT »

7. On the Set up a Website page, add the name and URL of the first website
you want to track and analyze with Matomo and click NEXT.
You can add more websites to track later.

Set up a Website

a Superuser created,

Please set up the first website you would like to track and analyse with Matomo:

Website name

Website URL

Website timezone

Select a city -

Ecommerce

Not an Ecommerce site

8. Learn about the JavaScript tracking code and click NEXT.

To track your web traffic with Matomo, you need to make sure that some
extra code is added to each of your webpages. Matomo automatically
generates a JavaScript tracking code. After the installation is complete, you
can check the tracking code in the Tracking Code admin section.

9. After the initialization configurations are complete, click Continue to
Matomo.

10. Enter the username and password of the super user and click SIGN IN.
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|:| Remember Me SIGN IN

Lost your password?

After the Matomo application is initialized, you can monitor websites on the
application dashboard.

Step 5: Use Matomo to Monitor Websites

1. On the dashboard, click the TRACKING CODE tab and copy the tracking code

in the Tracking Code area.

Omct.omo Dashboard  All Websites  Tag Manager
Q

Only one last step to track your traffic with Matomo and gain valuable insights £

You need to add some extra code to your website or mobile app if you haven't already. Check your option below or send all the instructions to a team mate.
This message will disappear as soon as some data is tracked for this website

Choose your preferred way of getting set up

INTEGRATIONS TRACKING CODE MATOMO TAG MANAGER OTHER WAYS

@ Google Analytics 3 was detected on your website. Did you know you can easily migrate your historical analytics data and settings from GA to Matomo? Lea more in this guide

Tracking Code

Make sure this code is on every page of your website. We recommend pasting it immediately before the closing </head> tag.

2. Copy the tracking code to each page of the website you want to monitor.

Matomo can collect real-time analysis data of the website with the tracking
code.

(10 NOTE

For details about how to install the Matomo tracking code, see official
documentation.
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3. Select All Websites to view the access to the monitored websites.

omotomo Dashboard ~ All Websites  Tag Manager

Q B 0240319 A

A” Wabsites das}“board (Tozal: 0 visits, 0 pageviews, 0 actions, 0 revenue)

WEBSITE VTS PAGEVIEVSS REVENUE ERE Vit v

MyWebsite 0 0 $0 0%

2.4 Using Odoo to Build an ERP System

Application Scenario

Odoo is an open-source ERP/CRM software that integrates a comprehensive suite
of applications for managing all aspects of your business, including procurement,
inventory, finance and accounting, marketing, manufacturing, human resources
management, service support, e-commerce, and website building, achieving fully
automated service processes. Supported By FlexusL, the Odoo application image
uses Ubuntu 22.04 and is deployed using Docker. The Nginx, pgAdmin, and Docker
have been preconfigured in the image. This section describes how to use Odoo to
build an ERP system.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.
Resource Configuration Description
Cloud server e VvCPUs: 2 Select appropriate instance
e Memory: 2 GiB specifications based on your service
requirements.
Image Odoo Select the Odoo application image.
Security group | Inbound rule: e 80: Specifies the internal
e Protocol/ forwarding port of application
Application: TCP Images.
e Port: 809001 e 9000: Allows external access to the

application O&M page.
e Source: 0.0.0.0/0
e 9001: Allows external access to the

application dashboard.
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Process

Step 1: Purchase a FlexusL Instance

Resource

Configuration

Description

Domain name | wpwebsite.com

e If the website is only used for
personal development or testing,
there is no need to add a domain

name.

e |f the website is open to the public,
add and resolve a domain name
for the cloud server.

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the Odoo
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance before logging in to it.

Step 4: Initialize
Odoo

Log in to Odoo and create databases.

Step 5: Deploy Odoo

On the dashboard, perform the following operations:

Configure general settings

Manage databases

Obtain administrator information and technical

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.
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Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution when
selecting a region.
Applicati | Odoo Select the Odoo application image.
on Image
Instance | 2 vCPUs | 2 | Select instance specifications as needed.
Specificat | GiB
ions memory
and 60 GiB
system disk
Instance | Odoo- Customize an instance name that is easy to
Name Example identify, for example, Odoo-Example.
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) disk: 10 | and CBR to your FlexusL instances as needed and
Associate GiB set specifications as needed.
d Services | ¢ Host
security
e Cloud
backup
vault: 70
GiB
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Paramet | Example Description
er
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity | 1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

z nstance ID 6564c5e )
n N 2 & 2

=
% Region CN-Hong Koeng 2 vCPU

hcss_ecs_4d44 © Running

; Qverview

@| Cloud Servers

2] EVS Disks

Cloud Servers

¢% Cloud Backup Vaults

2 Host Security (ST
\t_:f D: eb0fa7c2-7676-4fe 7 O Running

2vCPU

|hcss_ecs_4d44 |

3. On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.
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Table 2-4 Security group rules

Priorit | Actio | Type | Protocol | Source Description
y n & Port
1 Allow | IPv4 TCP: 80 0.0.0.0/0 | Specifies the internal
forwarding port of
application images
1 Allow | IPv4 TCP: 0.0.0.0/0 | Allows external access to
9001 the application dashboard.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does

not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1. In the Image area on the Overview page of the FlexusL console, click Access

to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial

password may become invalid and you cannot log in to the application
dashboard.

Figure 2-10 Entry to the application dashboard

Elastic Volure

aaaaaaaaaaa

sssss

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-11.
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Figure 2-11 Initialization wizard page of the Odoo dashboard
Warning, your Odoo database manager is not protected. To secure it, we have
generated the following master password for it:
6mjb-9h9u-2k78
You can change it below but be sure to remember it, it will be asked for future
operations on databases.
Master Password example @
Database Name Database1
Email example@163.com
Password ~ sssssssses @
Phone number
Language Chinese (Simplified) / v
Country China v
Demo data
or restore a database
L] NOTE
If the dashboard is not properly displayed, check the following causes:
e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.
e The dashboard is being started. Try again later.
2. Locate the resource card and choose "~~~ > Reset Password to reset the
password.
A FlexusL instance does not have an initial password. Set a password for the
FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.
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Figure 2-12 Resetting a password
FlexusL (1)

Batch operation (2)

e
~ © Running | CN East-Shanghait

Stop

Restart

Reset Password

Upgrade

3. Locate the target instance and click Remote Login and enter the username
and password as prompted to log in to the FlexusL instance.

The username is root, and the password is the one set in 2.

Flexus L Instance (1)

Q_ search or filter by name

FlexusL (1)

Batch operation (2)

<, \
< -
""" © Running | CN North-Beijing4

EIP:1 Private IP- 4770000007

Inuse, 31 days until expirat | remote Login | E5 Renew

Step 4: Initialize Odoo

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. On the Overview page, click Access in the Dashboard field in the Image
area.
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Resource Overview

<= Cloud Instance

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
2. Configure the parameters and click Create database.

If you have had a backup database on your local device, click or restore a
database.

Figure 2-13 Initialization wizard page of the Odoo dashboard
Warning, your Odoo database manager is not protected. To secure it, we have
generated the following master password for it:

6mjb-9h9u-2k78

You can change it below but be sure to remember it, it will be asked for future
operations on databases.

Master Password example @
Database Name Database1

Email example@163.com

Password srasssanes ®

Phone number

Language Chinese (Simplified) / v
Country China v
Demo data

(OCEICHE\EWEL-I o restore a database
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Table 2-5 Parameter descriptions

Parameter Description
Master The system automatically generates a database master
Password password. You can change it but be sure to remember it.
NOTE
The database master password will be asked for future
operations on databases, so please keep it safe.
Database Specifies a database name.
Name
Email/ Specifies the email address and password for the
Password administrator to log in to Odoo. Please keep it safe.

Phone number

Specifies the telephone number of the administrator.

Language Specifies the language you want to use on the
management console.

Country Specifies the country or region where you are located.

Demo data After this option is selected, data samples are

automatically generated for the created database.

3. Enter the email address and password, and click Log in.

The management console is displayed.

After the Odoo application is initialized, you can deploy your applications on the
dashboard.

Step 5: Deploy Odoo

This section describes some basic operations of Odoo. For more information, see
Odoo Documentation.

General Settings

1. Click E in the upper left corner and choose Settings.
2. Add a user.
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3.

Click New in the upper left corner.

After the user is added, click the username to view or modify the
username, email address, access permissions, and preferences.

The email address must be unique. If you enter a name that already
exists, the message indicating the operation cannot be completed
because you cannot have two users with the same login will be displayed.

Add a company.

a.

b.

Choose User & Companies > Companies, click New, and enter the
company name and general information.

Users 8 Companies

Caormpanies N sers

e -

Company MName Partmer

WS S e D S L T S I S T

Click New in the upper right corner.

After the company is added, you can click the company name to view or
modify the basic information about the company.

Obtaining Administrator Information and Technical Support

Click the administrator avatar in the upper right corner.

Click Documentation to obtain the official Odoo guide.

Click Support to go to the Odoo official website and learn more about Odoo
products.

Press Shortcuts CTRL+K to set the shortcut key.

Click Preferences and set administrator preferences and account security
information.

Click My Odoo.com account to go to the Odoo login page.

Wy

tp Mitchell Admin

Documentation
Support
Shortcuts CTRL+K

Preferences
My Odoo.com account

Log out
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Managing Databases

On the Odoo login page, click Manage Databases to access the Odoo database
manager.

@ Your logo

Email
Email
Password
Password
Log in

Powered by Odoo

(11 NOTE

You can access the Odoo login page:
e From the FlexusL management console. For details, see 1.

e By selecting the administrator avatar in the upper right corner and clicking Log out, if
you have logged in to Odoo.

e (Optional) Set Master Password

If you did not change the database master password when initialing Odoo,
you can reset a master password that is easy to remember. The master
password is required when you create, delete, dump, or restore databases.
Please keep it safe.

a. Click Set Master Password to set a new master password.

0J00

Database1 Backup A Duplicate 1@ Delete

Create Database Restore Database Set Master Password

b. Click Continue to save the new master password.
e Create Database

You can add multiple companies on Odoo. Each database means a company.
Multiple companies can use Odoo with different accounts and do not
interfere with each other.

a. Click Create Database and set basic information.
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Create Database

Master Password sesssssssess
Database Name Database2

Email example@163.com
Password

Phone number

Language English (US)
Country Hong Kong

Demo data O

To enhance your experience, some data may be sent to Odoo online

services. See our Privacy Policy.
Continue

b. Click Continue.
c. Click Select, select Database2, and enter the email and password.
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@ Your logo

Database
Database?
Email

example@163.com

Password

Password

Manage Databases | Powered by Odoo

d. Click Log in to log in to the management page of Database2.
e Backup Database

a. On the database management page, click Backup.

b. On the Backup Database page, enter the master password, select a
backup format, and click Backup.

After the backup is completed, the system will automatically download
the database backup file.
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Backup Database

Master Password
Database Name Database?2

Backup Format zip (includes filestore)

e Duplicate Database
The data of a company can be duplicated and used as the data of a new
enterprise.
a. On the database management page, click Duplicate.

b. Enter the master password, set a new database name, and click
Continue.

After the duplication is successful, the duplicated database will be
displayed in the database management column.

e Restore Database
After a database is deleted, it can be restored using backup data.

a. Click Restore Database.

b. Enter the master password, select the backup file, set the database name,
and click Continue.

After the restoration is successful, the restored database will be displayed
in the database management column.

2.5 Using Moodle to Build an Online Learning System

Application Scenario

Moodle is an open-source online education system for global users and can be
used for online learning. The Moodle application image uses the Ubuntu 22.04
and is deployed using Docker. The Moodle application and the required operating
environment have been preconfigured. This section describes how to install and
deploy a Moodle application.
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Resource Planning and Costs

Process

Resource Configuration Description

Cloud server e vCPUs: 2 Select appropriate instance

e Memory: 2 GiB

specifications based on your service
requirements.

Image Moodle Select the Moodle application image.

Security group | Inbound rule: e 80: Specifies the internal forwarding

e Protocol/
Application: TCP | @ 443: Allows HTTPS traffic to FlexusL

e Port: 80, 443, instances.
9001, 9000 e 9001: Allows external access to the
e Source: 0.0.0.0/0 application dashboard.

port of an application.

e 9000: Allows external access to the
application O&M page.

Procedure

Description

Step 1: Purchase
FlexusL Instances

Purchase a FlexusL instance and select the Moodle
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to allow traffic from
ports 80, 443, 9000, and 9001 to access the application.

Step 3: Reset a
Password

A FlexusL instance does not have an initial password. After
creating a FlexusL instance, set a password for the FlexusL
instance.

Step 4: Initialize
Moodle.

The image application dashboard needs to be initialized
only when you log in for the first time.

Step 5: Deploy an
Application

Deploy an application on the visualization application
management page.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.
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Images  OSImages  Privalo Images

Instance Specifications

/| 2VCPU|2GiB a 2VCPU |4 GiB a 2VCPU|8GiB /| 4vCPU|8GiB . 4VvCPU|16GiB
i System D s System D 18008 System Disk w008 System Disk E)
30 Mops Peal Bandy 30Mbps PeakBanduclh 30 Mbps Pea Bandwdt 30 Mbps PeakBanduial  30Mbps
sor208 Data Pack 4068 Data Packag s12008 Data Pacage e DataP: 716808

$9.00 USD imomn $19.00 USD imonn $39.00 USD smonn $59.00 USD smonin $79.00 USD rmonn

1 generate additional costs. Learn more

(Optional) Instance Name

Mootle-Example

@ Data Disk (EVS)
Provides persise $1.00USD mortn v

@ Host Security (HSS Basic Edition)

$1.50 USD imonin

Cloud Backup Vault (CBR)

$252USD monn v

Paramet | Example Description

er

Region CN-Hong For low network latency and quick resource

Kong access, select the region nearest to your target

users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.

Applicati | Moodle Select the Moodle application image.

on Image

Instance | 2 vCPUs | 2 | Select instance specifications as needed.

Specificat | GiB | System

ions disk 60 GiB

Instance | Moodle- Customize an instance name that is easy to

Name Example identify, for example, Moodle-Example.
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Paramet | Example Description
er
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host

Security

e Cloud

Backup

Vault: 70

GiB

Required | 1 month
Duration

The minimum duration of a purchase is one
month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity |1

Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.

1. Log in to the FlexusL console and click a resource card to go to the instance

details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server

and click its name.
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x [ | N & Instance ID 664cBe... OO
% Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

Qverview

&| Cloud Servers

[2] EVS Disks

Cloud Servers

% Cloud Backup Vaults

7 Host Security S

| hcss_ecs_4d44 |
t_j D: eb0farc2-76f5-4fe 7 © Running

2vCPU

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Overview  Domain Names

Add Inbound Rule  Leam how fo add a ke [ X

Network Interface:

Table 2-6 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity lon |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for it. The password of the FlexusL instance is also used
for logging in to the O&M page of the application.
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In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 2-14 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-15.

Figure 2-15 Initialization wizard page of the Moodle dashboard

New Site Home Log in

New Site

(1] NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Locate the resource card and choose ~°° > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.
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Step 4: Initialize

Figure 2-16 Resetting a password
FlexusL (1)
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(11 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Moodle.

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the one
reset in 2.

L] NOTE
For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
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management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrator
UserName

Administrator s © ®
Password

3. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Figure 2-17 Entry to the application dashboard
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(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
4. Click Log in in the upper right corner.

Figure 2-18 Initialization wizard page of the Moodle dashboard

New Site Home Log in

New Site

5. Enter the initial username and password obtained in 2 and click Log in.
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Log in to New Site
admin

Lost password?

Some courses may allow guest access

Access as a guest

Cookies notice

(11 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

After the Moodle application is initialized, you can deploy your applications on the
dashboard.
Step 5: Deploy an Application

For details about how to deploy a Moodle application, see Moodle Service
Support.

2.6 Using Joomla to Build a Content Management
System

Application Scenario

Joomla is a website content management system (CMS) for enterprise websites
and e-commerce. It is one of the world's three most popular open source CMSs.
The Joomla application image uses the Ubuntu 22.04 and is deployed using
Docker. The Joomla application and the required operating environment have been
preconfigured. This section describes how to use Joomla to build a CMS.
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Resource Planning and Costs

Process

Resource

Configuration

Description

Cloud server

e VvCPUs: 2
e Memory: 2 GiB

In this example, the minimum
configuration is selected. You can select
the instance specifications based on
your service requirements.

Image Joomla

Select the Joomla application image.

Security group

Inbound rule: e 80: Specifies the internal forwarding

e Protocol/
Application: TCP | e 443: Allows HTTPS traffic to FlexusL

e Port: 80, 443,
9000, or 9001 e 9001: Allows external access to the

e Source: 0.0.0.0/0

port of an application.
instances.
application dashboard.

e 9000: Allows external access to the
application O&M page.

Procedure

Description

Step 1: Purchase
FlexusL Instances

Purchase a FlexusL instance and select the Joomla
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to allow traffic from
ports 80, 443, 9000, and 9001 to access the application.

Step 3: Reset a
Password

A FlexusL instance does not have an initial password. After
creating a FlexusL instance, set a password for the FlexusL
instance.

Step 4: Initialize
Joomla

The image application dashboard needs to be initialized
only when you log in for the first time.

Step 5: Build a
CMS

This step uses how to install a website template and
publish an article as an example to build a CMS with
Joomla.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.
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Instance Specifications
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(Optional) Instance Name

Joomia-Example

Data Disk (EVS)

$1.00USD imontn v

@ Host Security (HSS Basic Edition)

$1.50 USD imonmn

Cloud Backup Vault (CBR)

$2.52USD imontr v

Required Duration

Quantity

Paramet | Example Description

er

Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target

users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.

Applicati | Joomla Select the Joomla application image.
on Image

Instance | 2 vCPUs |2 | Select instance specifications as needed.
Specificat | GiB | System

ions disk 60 GiB
Instance | Joomla- Customize an instance name that is easy to
Name Example identify, for example, Joomla-Example.
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Paramet | Example Description
er
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host

Security

e Cloud

Backup

Vault: 70

GiB

Required | 1 month
Duration

The minimum duration of a purchase is one
month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity |1

Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.

1. Log in to the FlexusL console and click a resource card to go to the instance

details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server

and click its name.
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3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Overview  Domain Names

Add Inbound Rule  Leam how fo add a ke [ X

Network Interface:

Table 2-7 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity lon |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.
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In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 2-19 Entry to the application dashboard

(
’\\’:

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-20.

Figure 2-20 Initialization wizard page of the Joomla dashboard

& wmysite

My site
Joomla Administrator Login Vl
Username

Ll |

Password
S

You can find help here: [ Forgot your login details?
[ Joomla! Support Forum
(£ Joomlal Documentation
2 Joomla! News

(1] NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
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Step 4: Initialize

Locate the resource card and choose =~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.

Figure 2-21 Resetting a password
FlexusL (1)
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o
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(1] NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Joomla

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in 2.

(10 NOTE

For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?
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2. On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrator

Administrator R - B
Password

3. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Figure 2-22 Entry to the application dashboard

Resource Overview

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
4. Enter the dashboard username and password obtained in 2 and click Log in.
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Figure 2-23 Initialization wizard page of the Joomla dashboard

& wmysite

My site
Joomla Administrator Login V;
Username

L |
Password
S

[ Forgot your login details?

You can find help here:
[ Joomla! Support Forum
[ Joomla!l Documentation

[ Joomlat News

(10 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

5. Check the application dashboard and preview the page of Joomla CMS.
- After logging in to the dashboard, information similar to the following is
displayed.

- Enter http://<Server-E/P>9001 in the address bar of the local browser to
preview the page of Joomla CMS.

The initialized application page is blank.

CASSIOPEIA

You are here: Home Main Menu

Home

Home

Login Form
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After the Joomla application is initialized, you can deploy your applications on the
dashboard.

Step 4: Build a CMS

This step uses how to install a website template and publish an article as an
example to build a CMS with Joomla.

1.

2.

Install a blog template for the website.

a.

On the default home dashboard of the management page, select Blog
Sample Data in Sample Data and click Install to install the blog
template.

In an address bar of a local browser, enter http://<Server-£/P>9001 to
access the blog page.

The website content has been templated.

CASSIOPEIA

Blog Helpv  Login

Welcome to Joomla on Cassiopeia!

e of the most powerful CMS S,

Publish an article on the website.

a.

Choose Content > Articles in the navigation pane of the management
page and click New to create an article.

K Joomlal’ ® Articles

@® Toggle Menu
4 + New

ﬁ Home Dashboard

E Content
Articles

Categories

Featured Articl $ Featured$  Status®  Titles
eatur icles

Fields ©)  Typography
Alias: typography
Field Groups Category: Typegraphy.

Media @ New feature: Workflows

y Alias: new-feature-workflows
Site Modules category: Help

Issue 01 (2025-02-14)

Copyright © Huawei Cloud Computing Technologies Co., Ltd. 70



Flexus L Instance
Best Practices

2 Setting Up a Website

C.

Edit the article title and content in Title and Content, set the following
parameters, and click Save.

Categorize articles in Category, for example, Blog. You can also set the
access permissions and tags of the article.

¥ Articles: New

x505 (04 Mystte

X Cancel

@ Toggle Inline Help ? Help
Title * Alias
Joomia’s Introduction
ImagesandLinks ~ Options ~ TheAuthor ~ Schema  Publishing  Configure Edit Screen  Permissions
Article Text Status
Edit Insert View Format Table Tools ‘ Published .
CMS Content B I YU S = === Paragraph
"
Joomla is a website content management system used in scenarios such as enterprise website building and e- Blog v
commerce. It is one of the three open source content management systems (CMS) in the world, with high
customizability and advantages in e-commerce. Featured
No
Access
Public v

Click Blog on the blog page. Then you can view the article published on
the website.

CASSIOPEIA

Blog Helpv  Login

Sample Layouts ¥ Typography

You are here: Home / Blog

Blog Home

| Joomla’s Introduction

Details

Welcome to your blog

Details Password [}
s

w

customizabi =]

@ Hits: 0

This is a sample blog posting

nts g
ility and advantages in e-commerce. i: 31 October 2024

2.7 Using Ghost to Build a Personal Blog

Application Scenario

Ghost is a powerful app for professional publishers to create, share, and grow a
business around their content. It comes with modern tools to build a website,
publish content, send newsletters, and offer paid subscriptions to members. The
Ghost application image uses Ubuntu 22.04 and is deployed using Docker. The
Ghost application and the required operating environment have been
preconfigured in the Ghost application image. This section describes how to use
the Ghost application image to build a personal blog.
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Resource Planning and Costs

Resource Configuration Description

Cloud server e vCPUs: 2 Select appropriate instance
specifications based on your service

e Memory: 2 GiB .
requirements.

Image Ghost Select the Ghost application image.

Security group | Inbound rule: e 80: Specifies the internal forwarding
e Protocol/ port of an application.
Application: TCP | @ 443: Allows HTTPS traffic to FlexusL

e Port: 80, 443, instances.
9000, or 9001 e 9001: Allows external access to the
e Source: 0.0.0.0/0 application dashboard.

e 9000: Allows external access to the
application O&M page.

Process

Procedure Description

Step 1: Purchase Purchase a FlexusL instance and select the Ghost
FlexusL Instances | application image.

Step 2: Configure | Add inbound security group rules to allow traffic from
Security Groups ports 80, 443, 9000, and 9001 to access the application.

Step 3: Reset a A FlexusL instance does not have an initial password. After
Password creating a FlexusL instance, set a password for the FlexusL
instance.

Step 4: Initialize The image application dashboard needs to be initialized
Ghost only when you log in for the first time.

Step 5: Publish a Use posting as an example to describe how to use the
Post Ghost application image to build a personal blog.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.
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8
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$9.00 USD imonm $19.00 USD monn $39.00 USD rmonn $59.00 USD monn $79.00 USD monmn

R

@ Host Security (HSS Basic Edition)

Cloud Backup Vault (CBR)

Paramet | Example Description

er

Region CN-Hong For low network latency and quick resource

Kong access, select the region nearest to your target

users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.

Applicati | Ghost Select the Ghost application image.

on Image

Instance | 2 vCPUs |2 | Select instance specifications as needed.

Specificat | GiB | System

ions disk 60 GiB

Instance | Ghost- Customize an instance name that is easy to

Name Example identify, for example, Ghost-Example.
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Paramet | Example Description
er
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host

Security

e Cloud

Backup

Vault: 70

GiB

Required | 1 month
Duration

The minimum duration of a purchase is one
month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity |1

Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.

1. Log in to the FlexusL console and click a resource card to go to the instance

details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server

and click its name.
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rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as

On the Security Groups tab, click Add Rule. In the displayed dialog box, add

needed.
S s Addlb d Ruls eam how to add a rule (2
- e e Priority | Action wte; ccccccccccccccc
° =) o °
, 1 -
Table 2-8 Security group rules
Prio | Acti | Typ | Protoc | Sour | Description
rity ([on |e ol & ce
Port
1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.
1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.
1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.
1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance.
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In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 2-24 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-25.
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Figure 2-25 Initialization wizard page of the Gost dashboard

r
tes with Ghost. Today, we're starting yours.

Site title

My site

Full name

Jamie Larson

Email address

Jamie@example.com

Password

sesnessenes

Create account & start publishing =

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. In the resource card, choose "~~~ > Reset Password, and perform operations
as prompted.

For details, see Resetting the Password for a FlexusL Instance.
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Figure 2-26 Resetting a password
FlexusL (1)

Batch operation (%)

— © Running | CN East-Shanghail

..I C

Inuse, 31 days until expirat... ) Remote Login 5 Renew El
Stop
Restart

Reset Password

Upgrade

Step 4: Initialize Ghost

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the FlexusL console afterwards.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Figure 2-27 Entry to the application dashboard

Resource Overview

\\l
@
W

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Set the website title, username, email address, and password, and click Create
account & start publishing to create an account and deploy the application.
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The email address and password are credentials for logging in to the
dashboard.

Figure 2-28 Initialization wizard page of the Gost dashboard

All over world, people have started 3,000,000
incredible sites with Ghost. Today, we're starting yours.
Site title
My site
Full name

Jamie Larson

Email address

Jamie@example.com

Password

Create account & start publishing >

3. Check the dashboard and web portal of the application.
- After logging in to the dashboard, information similar to the following is
displayed.

O wysite Q Dashboard

))))))

e e -

- In an address box of a local browser, enter http://<Server-£E/P>9001 to
access the web portal.
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If you have added a domain name, you can also use http://
<wpwebsite.com>9001 to access the web portal.

Home  About Ghost Q  signin @

LaTEST

Coming soon
fell Thisis a brand new site that's just getting started. Things will be up and running here
ello shortly, but you can subscribe in the meantime if you'd like to stay up to date and...

After the Ghost application is initialized, you can publish your posts on the
dashboard.

Step 5: Publish a Post

1. On the dashboard, click the setting icon and click Navigation to add a menu.

. .
Mysite Q Settings About Ghost

:

Bas ation detalls and site Customize your site and manage
Staff Announcement bar
tanage authors, editor and Highlight important updates or
tor

offers

sssssss

Membership Email newsletter Analytics
o
S @ | D

2. Edit the menu name and URL and click Save.

AAAAAA

Navigation

PRIMARY NAVIGATIO
Home http://60.204. i/ o
About http://60.204. /about/
help http://60.204. Ihelp/ ]

3. Select Tags and click New tag to set a tag type for the blog post.

a  Tags
. e
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4. Choose Posts, click New post in the upper right corner, and click Publish.

After editing the image, title, and content for a post, you can add tags to the
post for classification.

’

5. In an address bar of a local browser, enter http://<Server-E/P>9001 to view
the created help menu and released documents.

About My site Q  sanin <

Thoughts, stories and ideas.

2.8 Using EspoCRM to Build a Content Management

System

Application Scenario

EspoCRM an open source customer relationship management (CRM) platform
accessible on PCs, mobile phones, and tablets. It provides functions including sales
automation, marketing, sales process, documentations, products, contracts,
knowledge base, and workflow. The EspoCRM application image uses the Ubuntu
22.04 and is deployed using Docker. The EspoCRM application and the required
operating environment have been preconfigured. This section describes how to use
EspoCRM to build a CMS.

Resource Planning and Costs

Resource Configuration Description

Cloud server e vCPUs: 2 Select appropriate instance
specifications based on your service

e Memory: 2 GiB )
requirements.
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e Protocol/
Application: TCP

e Port: 80, 443,
9000, or 9001

e Source: 0.0.0.0/0

Resource Configuration Description
Image EspoCRM Select the EspoCRM application image.
Security group | Inbound rule: e 80: Specifies the internal forwarding

port of an application.

443: Allows HTTPS traffic to FlexusL
instances.

9001: Allows external access to the
application dashboard.

9000: Allows external access to the
application O&M page.

Process

Procedure

Description

Step 1: Purchase
FlexusL Instances

Purchase a FlexusL instance and select the EspoCRM
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to allow traffic from
ports 80, 443, 9000, and 9001 to access the application.

Password

Step 3: Reset a

instance.

A FlexusL instance does not have an initial password. After
creating a FlexusL instance, set a password for the FlexusL

EspoCRM

Step 4: Initialize

The image application dashboard needs to be initialized
only when you log in for the first time.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd.

82



https://console-intl.huaweicloud.com/smb/?&locale=en-us#/resource/list

Flexus L Instance
Best Practices

2 Setting Up a Website

CNvHong Kong

Instance Specifications.

./ 2VCPU|2GIB 5 2VvCPU |4 GiB a 2VCPU |8GIB 4VvCPU |8 GIB 4VvCPU | 16 GiB

$9.00 USD monin $19.00 USD monn $39.00 USD imontn $59.00 USD smonin $79.00 USD imontn

© Data Disk (EVS)

© Host Security (HSS Basic Edition)

© Cloud Backup Vault (CER)

Paramet | Example Description

er

Region CN-Hong For low network latency and quick resource

Kong access, select the region nearest to your target

users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.

Applicati | EspoCRM Select the EspoCRM application image.

on Image

Instance | 2 vCPUs |2 | Select instance specifications as needed.

Specificat | GiB | System

ions disk 60 GiB

Instance | EspoCRM- Customize an instance name that is easy to

Name Example identify, for example, EspoCRM-Example.

Issue 01 (2025-02-14)

Copyright © Huawei Cloud Computing Technologies Co., Ltd.

83



Flexus L Instance
Best Practices

2 Setting Up a Website

Paramet | Example Description
er
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host

Security

e Cloud

Backup

Vault: 70

GiB

Required | 1 month
Duration

The minimum duration of a purchase is one
month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity |1

Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.

1. Log in to the FlexusL console and click a resource card to go to the instance

details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server

and click its name.
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x [ | N & Instance ID 664cBe... OO
% Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

Qverview

&| Cloud Servers

[2] EVS Disks

Cloud Servers

% Cloud Backup Vaults

7 Host Security S

| hcss_ecs_4d44 |
t_j D: eb0farc2-76f5-4fe 7 © Running

2vCPU

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Overview  Domain Names

Add Inbound Rule  Leam how fo add a ke [ X

Network Interface:

Table 2-9 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity lon |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.
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1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 2-29 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 2-30.

Figure 2-30 Initialization wizard page of the EspoCRM dashboard

Username

admin

Password

(1] NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose "~~~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.
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Step 4: Initialize

Figure 2-31 Resetting a password
FlexusL (1)

Batch operation (%)

>

~ O Running | CN East-Shanghail
..I C

| | | _l | ]

Inuse, 31daysuntilexpirat .~ (J Remote Login 5 Renew El

Stop

Restart

Reset Password

Upgrade

(10 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

EspoCRM

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in 2.

L] NOTE
For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
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management. If the password is changed, the initial password will be invalid.
Remember the new password.

3. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Figure 2-32 Entry to the application dashboard

Resource Overview

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

4. On the displayed login page, enter the initial username and password
obtained in 2 and click Log in.

Figure 2-33 Initialization wizard page of the EspoCRM dashboard

Username

admin

Password
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(11 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

5. Check the application dashboard.

After logging in to the application management page, information similar to
the following is displayed.

Espo CRil
Home

After the EspoCRM application is initialized, you can deploy your applications on
the dashboard.
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Environmen

t

3.1 Using Portainer to Deploy a MySQL Container

Application Scenario

Portainer is a graphical tool for Docker management. It offers a range of functions
such as status display, quick deployment of application templates, basic operations
on Docker (containers, images, networks, and database logical volumes), log
display, container console operations, centralized management and operations of
Swarm clusters and services, and user login management and control. Supported
By FlexusL, the Portainer application image uses Ubuntu 22.04 and is deployed
using Docker. The Docker and Portainer have been preconfigured in the image.
You can use this application image to visualize Docker management.

Resource Planning and Costs

Resource

Configuration

Description

Cloud server

e vCPUs: 2
e Memory: 4 GiB

Select appropriate instance
specifications based on your service
requirements.

Image

Portainer

Select the Portainer application image.

Security group

Inbound rule:

e Protocol/
Application: TCP

e Port:
80,9001,3306

e Source: 0.0.0.0/0

e 3306: Allows access to MySQL
databases.

e 380: Specifies the internal forwarding
port of application images.

e 9000: Allows external access to the
application O&M page.

e 9001: Allows external access to the
application dashboard.
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Process

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the Portainer
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance before logging in to it.

Step 4: Initialize
Portainer

Log in to the dashboard and install and initialize
Portainer.

Step 5: Use
Portainer to Deploy
a MysQL Container

Use Portainer to visualize Docker management (using
MySQL container as an example)

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.

S
[ ) e e
@ ]

uuuuuuuuuuuuu

.......

4VCPU |16 GiB
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Paramet | Example Description
er
Region CN-Hong Kong | For low network latency and quick resource

access, select the region nearest to your
target users. After a FlexusL instance is
created, the region cannot be changed.
Exercise caution when selecting a region.

Applicati | Portainer Select the Portainer application image.
on Image

Instance | 2 vCPUs | 4 GiB | Select instance specifications as needed.
Specificat | memory and 80

ions GiB system disk
Instance Portainer- Customize an instance name that is easy to
Name Example identify, for example, Portainer-Example.

(Optional | e Data disk: 10 | You can bundle any of EVS, HSS (basic
) GiB edition), and CBR to your FlexusL instances
Associate as needed and set specifications as needed.

¢ e Host security
d Services

e Cloud
backup
vault: 90 GiB

Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three
years.

Auto-renew is enabled by default, which
means the purchased FlexusL instances will
be automatically renewed before they expire.
If you do not enable auto-renew during the
purchase process, you can still enable it later
after the instances are created. For more
information about auto-renewal rules, see
Auto-Renewal Rules.

Quantity | 1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.
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x [ | N ¢  Instance ID 664c5e... (T
Q_—”_/ Region CN-Hong Kong 2 vCPU
hcss_ecs_4d44  © Running
; Qverview
Cloud Servers
©| Cloud Servers

[l EVS Disks

& Cloud Backup Vaults

7 Host Security =5,
“‘\‘_; D: eb0fa7c2-7676-4fe 7 © Running

2vCPU

| hcss_ecs_4d44 |

On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Table 3-1 Security group rules

Prior | Acti | Type | Protocol | Source Description

ity on & Port

1 Allo | IPv4 TCP: 80 0.0.0.0/0 Specifies the internal
w forwarding port of

application images

1 Allo IPv4 TCP: 3306 | 0.0.0.0/0 Allows access to MySQL
w databases.

1 Allo IPv4 TCP: 9001 | 0.0.0.0/0 Allows external access to
w the application dashboard.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does
not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1.

In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.
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Figure 3-1 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 3-2.

Figure 3-2 Initialization wizard page of the Portainer dashboard

%ﬁporminer.io

v New Portainer installation

Please create the initial administrator user

Username admin

Password | eessssssscssees
Confirmpassword | sesessssssasess
£ The password must be at least 12 characters long

I Create user |

Allow callection of anonymous statistics. You can find more information about this in our privacy policy.

> |Restore Portainer from backup

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Locate the resource card and choose > Reset Password to reset the

password.

A FlexusL instance does not have an initial password. Set a password for the
FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.
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Figure 3-3 Resetting a password
FlexusL (1)

Batch operation (2)

e
~ © Running | CN East-Shanghait

Stop

Restart

Reset Password

Upgrade

3. Locate the target instance and click Remote Login and enter the username
and password as prompted to log in to the FlexusL instance.

The username is root, and the password is the one set in 2.

Flexus L Instance (1)

Q_ search or filter by name

FlexusL (1)

Batch operation (2)

<, \
< -
""" © Running | CN North-Beijing4

EIP:1 Private IP- 4770000007

Inuse, 31 days until expirat | remote Login | E5 Renew

Step 4: Initialize Portainer

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. On the Overview page, click Access in the Dashboard field in the Image
area.
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3.

Resource Overview

(1] NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

If you use a Portainer application image to create, reinstall, or change the OS
of a FlexusL instance, Portainer initialization has a certain validity period. If no
users are created within the validity period, a message in the following figure
is displayed. In this case, log in to the server and run sudo docker restart
portainer to restart Portainer, and then create a user as soon as possible.

New Portainer installation
Your Portainer instance timed out for security purposes. To re-enable your Portainer instance, you will need to restart Portainer

Far further information, view our documentation.
Set the username and password of the Portainer administrator and click
Create user.

If you have backup data for Portainer, click Restore Portainer from backup
and upload the backup data to quickly set up the Portainer environment.

Figure 3-4 Initialization wizard page of the Portainer dashboard

v New Portainer installation

Please create the initial administrator user

Username admin

Password | sesesssescasens
Confirmpassword | sessssssscssess
& The password must be at least 12 characters long

-]

Allow callection of anonymous statistics. You can find more information about this in our privacy policy.

> |Restmre Portainer from backup |

Choose Home and click local to use Portainer for Docker visual management.
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Home &

Endpoints

ﬁportoiner.io

Home

Information

Users 8 Welcome to Portainer ! Click on any endpoint In the list below to access management features.

Endpoints
Registries 2
SRS ¥ Endpoints

Settings

local u 2018-11-06 1:06:39
I= Ostacks B 1containers- 190 & lvolumes (M 2images

@zmsce - PNotags

After the Portainer application is initialized, you can deploy your containers on the
dashboard.

Step 5: Use Portainer to Deploy a MySQL Container

This section uses the MySQL container as an example to describe how to use
Portainer to visualize Docker management.

Step 1: Create a MySQL Container

1.

Choose Containers in the left navigation pane and click Add container.

portainer.io Container list &

@ Home @ Containers

Specify MySQL container parameters.
- () Name: user-defined container name.

- (@ Image: container image name. For example, if you set this parameter
to mysql:5.7, the system automatically pulls the MySQL5.7 container
image from Docker Hub.

- @ Click publish a new network port and add port 3306 to ensure that
the MySQL database can be accessed.

- @ Env: environment variables.
" MYSQL_ROOT_PASSWORD: password of the root user of the

database. This parameter is mandatory. It is used for logging in to
the MySQL container. Keep the password secure.

(11 NOTE

Ensure that the MYSQL_ROOT_PASSWORD parameter name is correctly
entered, or the database cannot be connected.
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"  MYSQL_DATABASE: name (such as wordpress) of the database
which is automatically created in the value row after the MySQL
container is created. This parameter is optional.

- (® Restart policy: You are advised to select Always so that the container
is always automatically restarted when it is stopped.

e
Create container 4 ® & admin v
°

Image configuration

Registry Docker Hub (anonymous) N

os
o

Aviays ul thoimage © ©

Webhooks

Create a container webhook @ Business Edition Feature

Network ports configuration

Publshallxposed networkportsto g

randor s ®

o

Access control @

Enable access control o

A Ad

Actions

toremove @)

Deploy the container

@ Advanced container settings

Environment variables
4! @

3. Click Deploy the container to create a MySQL container.

Step 2: Connect to the MySQL Container

1. Return to the container list and click “. in the MySQL container row.

© Upgrade to Business Edition Cont
f : Container list & 2 @ & admin v
portainer.io
»
oral Name State iter V' Quick Actions  Stack Image Created IP Address Publishet
& Dashbosrd [ running ] B Q- @ portainer portainer/portainer-ce:218.3  2023-06-27 14:55:01 17218.0.2 ©9091:90
4 v - 5 ”
CARévpsppiaies O mysq [ running ] BO .ww mysql:5 2023-06-27 17:10:42  17217.0.2 o3308:32
€ Stacks »
@ Containers
0 v
= Images

2. On the displayed page, click Connect to connect to the container.
3. Run the following command to log in to the MySQL database:

mysql -uroot -p123456, in which 123456 is the value of
MYSQL_ROOT_PASSWORD.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 98



Flexus L Instance
Best Practices

3 Setting Up the Development Environme

nt

© Upgrade to Business Edition

& portainer.io
. OMMUNITY EDITION

@ Home

local

51}

Dashboard
App Templates
Stacks
Containers
Images

Networks

o & i @ © R

Volumes

Events

@ @

Host.

Containers > mysql > Console

Container console

>~ Execute

;' or '\h" for help.

2 ® & admin v

Execinto container as root using command bach ([ESaIIl)

ine interface can be insecure.

Type '\c' to clear the current input statement.

3.2 Using Node.js to Run Node.js Programs

Application Scenario

Node.js is an open-source project management software. It provides functions
such as project management, Wiki, and news, and integrates tools such as GIT,
SVN, and CVS. The Node.js application image uses Ubuntu 22.04 and is deployed
using Docker. The Node.js application and the required operating environment
have been preconfigured in the Node.js application image. This section describes
how to use a Node.js application image to run a Node.js application.

Resource Planning and Costs

Resource

Configuration

Description

Cloud server

e VCPUs: 2
e Memory: 2 GiB

Select appropriate instance
specifications based on your service
requirements.

Image

Node.js

Select the Node.js application image.

Security group

Inbound rule:

e Protocol/
Application: TCP

e Port: 80, 443,
9000, or 9001

e Source: 0.0.0.0/0

e 80: Specifies the internal forwarding
port of an application.

e 443: Allows HTTPS traffic to FlexusL
instances.

e 9001: Allows external access to the
application dashboard.

e 9000: Allows external access to the
application O&M page.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd.

99



Flexus L Instance

Best Practices 3 Setting Up the Development Environment

Process

Procedure Description

Step 1: Purchase Purchase a FlexusL instance and select the Node.js
FlexusL Instances | application image.

Step 2: Configure | Add inbound security group rules to allow traffic from

Security Groups ports 80, 443, 9000, and 9001 to access the application.

Step 3: Run the Use the Node.js application image to run a Node.js
Node.js Program application.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.

Region
SUSSN  Cirorg ong TR Risanoul  MERyan
« ncy e quick resou p— our taget us

Application Images  0S Images  Private Image:

Potamer G | Nodes

. 2VCPU|2GIiB a 2VvCPU|4GiB a 2VvCPU | 8GIB 4VvCPU | 8GIB 4VvCPU |16 GIB
0 System Disk 5008

uuuuu
aaaaaaaaaaaaaaaaaa

$9.00 USD imonn $19.00 USD montn $39.00 USD imonn $59.00 USD monn $79.00 USD monn

(Optional) Instance Name.

Noge Exampe

Data Disk (EVS)
o $1.00USD mown v

@ Host Security (HSS Basic Edition)
$1.50 USD morin

Cloud Backup Vau't (CBR)
ouse o $252USD mon v
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Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.
Applicati | Node.js Select the Node.js application image.
on Image
Instance | 2 vCPUs |2 | Select instance specifications as needed.
Specificat | GiB | System
ions disk 60 GiB
Instance Node- Customize an instance name that is easy to
Name Example identify, for example, Node-Example.
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host
Security
e Cloud
Backup
Vault: 70
GiB
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three
years.
Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.
Quantity |1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.
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1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

[ | [ N | ¢  Instance ID 664c5e... (T
%”_’/ Region CN-Hong Kong 2 vCPU
ncss_ecs_4d44  © Running
; Overview
Cloud Servers
©| Cloud Servers
[2] EVS Disks

<% Cloud Backup Vaults

7 Host Security S
“\‘_; D: eb0fa7c2-76f6-4fe 7 © Running

2vCPU

| hcss_ecs_4d44 |

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

o
G oS

Add Inbound Rule  team now to add a ke [2 «

Network Interface:

Table 3-2 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity ([on |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.
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Step 3: Run the Node.js Program

1. In the address bar of a local browser, enter http://£/£.9000 and enter the
username and password to log in to the application O&M page.

- The username of the O&M page is root.

- The password of the O&M page is the same as that of the FlexusL
instance. The FlexusL instance does not have an initial password. Reset
the password of the FlexusL instance. For details about how to reset the
password, see Resetting the Password for a FlexusL Instance.

2. Choose My Apps and click the App icon.
3. Select Compose and click Prompt Adjustment.

sssssss

© rosy e

4. On the dashboard, open the cmd.sh file in the src folder.

@Y lmucs  PullRequests  Milestoncs  Explore

L:J websoft9/ nodejs_nh8uf | private
<> Code O Issues

¥ main -

websoftd | 127542622 | Update src/cmd.ch
@

O README.md

[ READMEmd

About

This folder indudes files mount (o container and used by Websoll9

5. After releasing the code in the file, click Commit Changes to submit the code.

ssssss Pull Requests  Milestones  Explore

[ websofto / nodejs_nh8uf | wate BN

Q
8
+

App Store

My Apps.

6. On the Compose page, click Redeploy App.
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root@
hcss-ecs-f7f9

Q Search

nodejs_nh8uf
Active :

System
Overview

App Store
Compose

My Apps plication after orchestrating it on-demand. Suitable for users familiar with Docke

CamiEnEE @ woaity the Git reposttory for this application.

Gateway

© Recepoy Ao
Rebuild the application after orchestrating it on-
demand

Git
Navigator

Terminal

7. On the displayed page, retain the default settings and click Redeploy.

arehouse reconstruction. If the warehouse does not exist or there are errors in the

fail

Re-pull image and redeploy:

Close Redeploy

8. In the address bar of a local browser, enter http://£/~9001 to check the
program execution results.

« c A Not secure 123.60. 9001

Hello World!
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Setting Up an Application

4.1 Project Management Scenarios

4.1.1 Using GitLab to Manage Teams and Projects

Application Scenario

GitLab is a DevOps platform that provides a complete solution for software
development and operations, aiming to help teams collaborate on project
development. On GitLab, you can protect your applications, and manage, plan,
create, validate, package, release, configure, and monitor project source code.
Supported By FlexusL, the GitLab image uses Ubuntu 22.04 and is deployed using
Docker. The Nginx and Docker have been preconfigured in the image. This section
describes how to use GitLab to manage teams and projects.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.

Resource Configuration Description

Cloud server vCPUs: 2 Select appropriate instance
Memory: 8 GiB specifications based on your service

requirements.

Image GitLab Select the GitLab application image.

Security group | Inbound rule: e 80: Specifies the internal
e Protocol/ forwarding port of application

Application: TCP Images.

e Port: 80. 9000 90071 | ® 9000: Allows external access to the
' ' application O&M page.
e Source: 0.0.0.0/0

e 9001: Allows external access to the
application management page.
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Process

Resource

Configuration

Description

Domain name

wpwebsite.com

e If the website is only used for
personal development or testing,
there is no need to add a domain
name.

e |f the website is open to the public,
add and resolve a domain name
for the cloud server.

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the GitLab
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance.

Step 4: Initialize
GitLab

Log in to GitLab and select the desired language for the
management page.

Step 5: Use GitLab

Create a project, add project members, and integrate
codes.

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.
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© Host Security (HSS Basic Edition)

uuuuuu

Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.
Applicati | GitLab Select the GitLab application image.
on Image
Instance | 2 vCPUs | 8 Select instance specifications as needed.
Specificat | GiB memory
ions
Instance | GitLab- Customize an instance name that is easy to
Name Example identify, for example, GitLab-Example.
(Optional | ¢ Data disk: | You can bundle any of EVS, HSS (basic edition),
) 10 GiB and CBR to your FlexusL instances as needed
Associate | ¢ Host and set specifications as needed.
d Services security
e Cloud
backup
vault: 170
GiB
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3.
4.

Paramet | Example Description

er

Required | 1 month The minimum duration of a purchase is one

Duration month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If
you do not enable auto-renew during the
purchase process, you can still enable it later
after the instances are created. For more
information about auto-renewal rules, see
Auto-Renewal Rules.

Quantity | 1 Set the number of FlexusL instances to be
purchased.

Click Buy Now and complete the payment as prompted.
Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1.

Log in to the FlexusL console and click a resource card to go to the instance
details page.

In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

u im ¢  Instance ID 664c5e... (T

Y
Q_—"__/ Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

; Qverview

Cloud Servers
of s

[l EVS Disks

& Cloud Backup Vaults

7 Host Security % | hCSS_ECS_4d44|
‘“\T__: D: eb0fa7c2-76f6-4fe 7' © Running

2vCPU

On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.
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Table 4-1 Security group rules

Priorit | Actio | Type | Protocol | Source | Description
y n & Port
1 Allow | IPv4 TCP: 80 0.0.0.0/0 | Specifies the internal
forwarding port of
application images
1 Allow | IPv4 TCP: 0.0.0.0/0 | Allows external access to
9000 the application O&M page.
1 Allow | IPv4 TCP: 0.0.0.0/0 | Allows external access to
9001 the application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has

been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application

dashboard.

rrrrrr

Figure 4-1 Entry to the application dashboard

o .

Leammore >

After the application is started, the initialization wizard page of the dashboard

is displayed, as shown in Figure 4-2.
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Figure 4-2 Initialization wizard page of the GitLab dashboard

g

GitLab Community Edition

Username or email

E |

Password

(] Remember me Forgot your passward?

Don't have an account yet? Register now

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose "~~~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.
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Step 4: Initialize

Figure 4-3 Resetting a password
FlexusL (1)

Batch operation (%)

>

~ O Running | CN East-Shanghail
..I C

| | | _l | ]

Inuse, 31daysuntilexpirat .~ (J Remote Login 5 Renew El

Stop

Restart

Reset Password

Upgrade

(10 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

GitLab

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in 2.

L] NOTE
For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
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management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrate
UserName

Administrator s
Password

®

On the Overview page, click Access in the Dashboard field in the Image
area.

Resource Overview

sssss

(10 NOTE

If the dashboard is not properly displayed, check the following causes:
e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.
e The dashboard is being started. Try again later.
4. Enter the username and password obtained in 2.
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5.

Figure 4-4 Initialization wizard page of the GitLab dashboard

0 g

GitLab Community Edition

Username or email

[ root

Password

(] Remember me

Forgot your pagssword?

Don't have an account yet? Register now

Click Sign in to access the GitLab Admin Area.

£ Admin Area Adrin A Dashboard

oz i
o= Overview Q  Get security updates from GitLab and stay up to date

Dashboard Sign up for the GitLab Security Newsletter to get notified for security updates.
Projects z R
Sign up for the GitLab newsletter
Users
Groups Instance overview
Topics
Gitaly Servers o1 813
- New project New user
@ cico PROJECTS USERS Users Statistics
B Analytics
& Monitoring View latest projects * View latest users >

% Messages

s System Hooks

33 Applications Statistics Features

@ Abuse Reports o Pl ¢ i

£ Deploy Keys Issues 0 LDAP @)

@ Labels Merge requests [

@ Settings Notes 0 omniAuth @
Snippets [1] Reply by email @

« Collapse sidebar
SSH Kaue n Fantainar Banictrs (7

1

GROUPS

Components upgaie Asap @

GitLab

GitLab Shell

GitLab Workhorse

GitLab API

GitLab KAS

Bk

After the GitLab application is initialized, you can create projects on the
dashboard.

Step 5: Use GitLab

New group

15115

14180

viISNS

wa

visN.o

AAARNIIR

This section describes how to use GitLab to create a project, add project members,
and integrate codes.

Step 1: Create a Project

This example demonstrates that how an administrator creates a project, initializes
the project, adds a development branch dev, and hides the master branch main
from developers.
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1.

2.

5.

Click B in the upper left corner and choose admin to access the
management center.

Choose Projects and click New project.

£ Admin Area & Check your sign-up restrictions

. Your GitLab instance allows anyone to register for an account, which is a security risk on public-facing GitLab instances. You should deactivate new sign ups if public users aren't expected to register for an account.
82 Overview

Topics Al Private  Internal Public
@ cico No projects found

4 Analytics

Click Create blank project.
Configure parameters for the project and click Create project.

- Project name: Enter a project name that is easy to identify, for example,
Project-example.

- Project URL: It consists of the public IP address of the cloud service and
the administrator account. Select root.

Retain the default values for other parameters.

B Your work Your work | Prajects | New projsct | Create blank project

@ Projects

8 Groups @ Create blank project

D issues Create a blank project to store your files, plan your work, and collaborate on code, among other things.

3% Merge requests

& To-Do List Project name

@© Milestones ” Project-example |

X Snippets Must start with a lowercase or uppercase letter, digit, emoji, or underscore. Can also contain dots, pluses, dashes, o spaces.
X sni

Project URL Project slug

http://114.116 y v | | | project-example

Want to organize several dependent projects under the same namespace? Create a group.

D Activity

Visibility Level ()
O & Private

Project access must be granted explicitly to each user. If this project is part of a group, access is granted to members of the group.
) @ Internal

The project can be accessed by any logged in user except external users
) @ Public

The project can be accessed without any authentication

Project Configuration

Initialize repository with a README
Allows you to immediately clone this project’'s repository. Skip this if you plan to push up an existing repository.

(0 Enable Static Application Security Testing (SAST)
Analyze your source code for known security vulnerabilities. Learn more

| Create project | Cancel

Choose Repository > Files, click T > New file, add the index.html file to
main, and click Commit changes.

P Project-example New file
@ Project information
B Repository ¥ nain /| indexntmt 5=Nowrap
Files i
Commits
Branches
Tags
Contributor statistics
Graph
Compare revisions
D Issues o

33 Merge requests 0

Commit message

X snippets Add new file

@ setungs

Target Branch

\

[l | Cancel
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6.

7.

Choose Repository > Branches, click New branch, and configure the
development branch dev.

- Branch name: dev
-  Create from: main

P Project-example Administrator > Project-example > New Branch

Q@ Project information

i ) New Branch
Repository

Branch name

Files

Commits | =

Branches Create from

Tags main ~
Contributor statistics Existing branch name, tag, or commit SHA

€D Create branch ISR

Compare revisions

@ Issues

Click Create branch. Then you can view the created development branch dev.

P Project-example Administrztor > Project-example > Reposiory > Branches

0 Project information Overview  Acive Stale Al [ Fiter by branch name Q|| viewbranch rules m H

[ Repository

Files @® Seeall branch-related settings together with branch rules X
Commits You can now fird an overview of sertings fer protected branches, Mergs request approvals, status checs, and securily appravals conveniently in cne oot

iowbrchnics [

Tags

Contributer statistics

Active branches

Graph
Compare revisions Podev 5

: ) Mergersques: | | Campare || & v
O 1ssues < t9ebo342 - Add naw file - 1minute ago - " v
I Merg equests e p— -
L g

¢ cico o 09eb0342 - Add n2w file - 1 minute ago

@ security and Complianze

Step 2: Add Project Members

After registering an account, users cannot directly log in to GitLab. To let them log
in, the administrator needs to approve their registration, invite them to be
members of the project, and assign permissions to them.

1.

Register an account.

a. \Visit http://public IP address of the server or http://domain name.
b. Click Register now, enter registration information, and click Register.
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g

GitLab Community Edition

First name Last name
| san | | zhang
Username

| devuser

Username is available.

Email

We recommend a work email address

Password

®|

Minimum length is 8 characters.

Already have an account? Sign in

2. The administrator approves the registration.

a. Click =in the upper left corner and select admin.
b. On the Users page, select Pending approval, and click Approve.

& Admin Area

82 Overview
Dashboard
Projects
Users
Groups
Topics
Gitaly Servers

@ cico

b Analytics

@ Monitoring

1 Messages

s System Hooks

88 Applications

® Abuse Reports 0

£ Deploy Keys

£\ Checkyour sign-up restrictions

Your GitLab instance allows anyone to register for an account, which is a security risk on public-facing GitLab instances. You should deactivate new sign ups if public users aren't expected to register for an account.

e > Users

rs Cohorts

Projects

0

ins 1 2FAEnabled O  2FADisabled 2  Extemal O Blocked 0  Banned 0

Groups

Created on

Mar 19, 2024

Sort by Name v
Last activity
Never w (1)

3. The administrator invites users to join the project team and assigns
permissions to them.

a. Click =in the upper left corner, choose Projects > View all projects, and
click Administrator/Project-example.

b. Choose Project information > Members and click Invite members.

c. Enter the username or email address, assign Developer permission to
users, and click Invite.
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You can assign users the following five roles: Guest, Reporter,
Developer, Maintainer, or Owner.

" Guest: allows users to create issues and post comments, and denies
them to read or write the repository.

" Reporter: allows users to clone codes, and denies them to submit
code.

"  Developer: allows users to clone, develop, submit, and push code.

®  Master: allows users to create projects, add tags, protect branches,
add new members to the project, and edit projects.

®  Owner: allows users to assign permissions to access projects, delete
or migrate projects, and manage project team members.

4. \Visit http://Public IP address of the server or http://Domain name. Enter the
username and password to log in to GitLab.

When members log in to GitLab for the first time, select a role for better
experience.

Welcome to GitLab,
san!

To personalize your GitLab experience, we'd like to know a bit more about
you. Don't worry, this information isn't shared outside of your self-
managed GitLab instance.

Role

Devops Engineer A

Get started!

Step 3: Integrate Codes
1. The developers edit and submit code.

a. \Visit http://Public IP address of the server or http:// Domain name to log
in to GitLab.
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Choose Projects and click the target project name.

Q Search GitLab

B  Your work Your work > Projects
o] |

. Projects

8¢ Groups

O 1ssues Yours 1 Starred 0

3% Merge requests
All  Personal
[Z To-Do List

@© Milestones
X P | Administrator | Project—example| B | Developer
X Snippets

Choose Repository > Branch and click dev.

& = | QsearchGitlab /

P Project-example Administrato Project-example > Repository » Branches

@ Project information Overview  Active  Stale  All

L] Repository

FLES Active branches
Commits
-0~ cPeb6342 - Add new file - 19 minutes ago
Tags
Contributor statistics ¥ main [f} default | protected
-o-c9eb6342 - Add new file - 19 minutes ago
Graph

Compare revisions

Click Web IED, select a file to edit. For example, edit the index.html file.

indexhtml X
~ PROJECT-EXAMPLE LEULA index.html
indexhtml 1  Hello World!
README.md
st

e. Choose on the left navigation pane to go to the SOURCE CONTROL,

f.

and click Commit & Push.

Click No when Commit to a new branch? is displayed.

indexhtml X Commit to a new branch?

mi
Llo World!
Commit & Push

Choose Repository > Files on the project menu bar. You can view Update
file index.html. Click Create merge request
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Repository

© vou pushed to gev just now

Create merge request

Compare revisions
[= S
39 Merge requests o
¥ clico & inciesx htm Add new file

Name Last commit 3

-+ README.md Initial o

g. Setrequest information and click Create merge request.

Specify the Reviewer to Administrator and retain the default values for
other parameters.

Neww merge recjuest
- S Crsanae tes

Frors efesw ietes e

2. The administrator reviews the merge request.

a. Click in the upper right corner, choose Merge requests > New
merge request, and click the specific request title.

£\ Check your sign:

Your GitLat

Mergerequests
13 Merge requests 1
=g = Merge requests Seect project o create merge request | |

‘

& To-Do List 1 Open 1 Merged 0 Closed 0 All

[ Recent searches v [ Reviewer = (52 Adminstrator X Created date v | 4=
o
h ,

b. Click Merge to merge the index.html file from dev into main.

4.1.2 Using Redmine to Create a Project

Application Scenario

Redmine is an open-source project management software. It provides functions
such as project management, Wiki, and news, and integrates tools such as GIT,
SVN, and CVS. The Redmine application image uses the Ubuntu 22.04 and is
deployed using Docker. The Redmine application and the required operating
environment have been preconfigured. This section describes how to use the
Redmine application image to create a project.
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Resource Planning and Costs

Process

Resource

Configuration

Description

Cloud server

e VvCPUs: 2
e Memory: 2 GiB

Select appropriate instance
specifications based on your service
requirements.

Image Redmine

Select the Redmine application image.

Security group

Inbound rule: e 380: Specifies the internal forwarding

e Protocol/
Application: TCP | @ 443: Allows HTTPS traffic to FlexusL

e Port: 80, 443,
9000, or 9001 e 9001: Allows external access to the

e Source: 0.0.0.0/0

port of an application.
instances.
application dashboard.

e 9000: Allows external access to the
application O&M page.

Procedure

Description

Step 1: Purchase
FlexusL Instances

Purchase a FlexusL instance and select the Redmine
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to allow traffic from
ports 80, 443, 9000, and 9001 to access the application.

Step 3: Reset a
Password

A FlexusL instance does not have an initial password. After
creating a FlexusL instance, set a password for the FlexusL
instance.

Step 4: Initialize
Redmine

The image application dashboard needs to be initialized
only when you log in for the first time.

Step 5: Create a

Project

Use the Redmine application image to create a project.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.
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Instance Specifications

./ 2vCPU|2GiB 2 2VvCPU |4 GiB a 2VvCPU|8GiB .. 4vCPU|8GIB 4VvCPU |16 GIB
$9.00 USD imonn $19.00 USD $39.00 USD imonin $59.00 USD smontn $79.00 USD imont
© Data Disk (EVS)
P $1.00 USD imont
© Host Security (HSS Basic Edition)
P J $1.50 USD imont
© Cloud Backup Vault (CER)
P $3.24 USD imonin
Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.
Applicati | Redmine Select the Redmine application image.
on Image
Instance | 2 vCPUs |2 | Select instance specifications as needed.
Specificat | GiB | System
ions disk 60 GiB
Instance | Redmine- Customize an instance name that is easy to
Name Example identify, for example, Redmine-Example.
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Paramet | Example Description
er
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host

Security

e Cloud

Backup

Vault: 70

GiB

Required | 1 month
Duration

The minimum duration of a purchase is one
month and the maximum duration is three
years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.

Quantity |1

Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.

1. Log in to the FlexusL console and click a resource card to go to the instance

details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server

and click its name.
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x [ | N & Instance ID 664cBe... OO
% Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

Qverview

&| Cloud Servers

[2] EVS Disks

Cloud Servers

% Cloud Backup Vaults

7 Host Security S

| hcss_ecs_4d44 |
t_j D: eb0farc2-76f5-4fe 7 © Running

2vCPU

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Overview  Domain Names

Add Inbound Rule  Leam how fo add a ke [ X

Network Interface:

Table 4-2 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity lon |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.
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In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 4-5 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed.

(1 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Locate the resource card and choose "~~~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.
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Step 4: Initialize

Figure 4-6 Resetting a password
FlexusL (1)

Batch operation (%)

>

~ O Running | CN East-Shanghail
..I C

| | | _l | ]

Inuse, 31daysuntilexpirat .~ (J Remote Login 5 Renew El

Stop

Restart

Reset Password

Upgrade

(10 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Redmine

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in 2.

L] NOTE
For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
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management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrator
UserName

Administrator R - B

Password

3. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Figure 4-7 Entry to the application dashboard

ssssssssssssss

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
4. In the upper right corner, click Log in. On the displayed login page, enter the
initial username and password obtained in 2 and click Log in.
(10 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

5.  On the dashboard, change the password as prompted and click Apply.
(0 NOTE

If the password is changed, the initial password will be invalid. Remember the new
password.

After the Redmine application is initialized, you can create projects on the
dashboard.
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Step 5: Create a Project

1.

Click Projects in the upper left corner. In the upper right corner of the page,

click New project to

Home My page Projects Administration Help

Redmine

[T Cl Activity

Projects
v Filters
Status is

> Options

o Apply P Clear [ Save custom query

create a project.

active v

Logged in as admin My account Sign out

Search: _ Jump to a project... v

@ New project|ig# Administration

Add filter v

Enter the project name and description and click Create.

New project
Name *  Project-A

Description | g4y || preview

B I 8 C m w2 m i

> | | @

Identifier *

Les ween 1

o
Homepage

Public
Public projects an:

Inherit members [

« Modules

Issue tracking

Create and add another
Manage projects.

and 100 characters. Only lower

d, the identifier cannot be changed.

Time tracking News
Fil wiki
Forums Calendar

case letters (a-z), numbers, dashes an:

es are allowed.

After a project is created, multiple tab pages for project management are
displayed. You can use various functions to manage your projects.

Home My page Projects Administration Help

Project-A

Logged in as admin My account. Sign out

Search: - Project-4 v

+ UM Activity Issues Spenttime Gantt Calendar News Documents Wiki Files Settings

Overview

i Issue tracking %

View all issues | Summary | Calendar | Gantt

© Time tracking

+ Estimated time: 0:00 hour
+ Spent time: 0:00 hour

Log time | Details | Report

4.2 Cloud Disk Scenarios

g Add bookmark «se

127
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4.2.1 Using Nextcloud to Set Up an Enterprise Web Disk

System

Application Scenario

Nextcloud is a suite of open-source cloud based storage software for self-built
private cloud disks for enterprises. Nextcloud supports PC, Android, and iOS, and
you can easily synchronize with vital data stored on servers, including files,
schedules, contacts, and bookmarks. Supported By FlexusL, the Nextcloud image
uses Ubuntu 22.04 and is deployed using Docker. The Nginx, MySQL,
phpMyAdmin, and Docker have been preconfigured in the image. This section
describes how to use Nextcloud to build an enterprise web disk system.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.

Resource

Configuration

Description

Cloud server

e VvCPUs: 2
e Memory: 4 GiB

Select appropriate instance
specifications based on your service
requirements.

Image

Nextcloud

Select the Nextcloud application
image.

Security group

Inbound rule:

e Protocol & Port
TCP: 80,9000,9001

Source: 0.0.0.0/0

e Protocol & Port
ICMP: all

Source: 0.0.0.0/0

e 80: Specifies the internal
forwarding port of application
images.

e 9000: Allows external access to the
application O&M page.

e 9001: Allows external access to the
application management page.

Domain name

wpwebsite.com

e |f the website is only used for
personal development or testing,
there is no need to add a domain
name.

e |f the website is open to the public,
add and resolve a domain name
for the cloud server.

Process

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the Nextcloud
application image.
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Procedure

Description

Step 2: Configure
Security Groups

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance.

Step 4: Initialize
Nextcloud

Log in to the frontend page and install Nextcloud.

Step 5: Deploy
Nextcloud

On the dashboard, perform the following operations:
e Install applications
e Configure SMTP

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.

ETTTR
=} o] 8 a
2 a a a

nnnnnnn

Paramet | Example | Description
er
Region CN- For low network latency and quick resource access,
Hong select the region nearest to your target users. After
Kong a FlexusL instance is created, the region cannot be
changed. Exercise caution when selecting a region.
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3.

Paramet | Example | Description
er
Applicati | Nextclou [ Select the Nextcloud application image.
onlmage | d
Instance | 2 vCPUs | | Select instance specifications as needed.
Specificat | 4 GiB
ions memory
and 80
GiB
system
disk
Instance | Nextclou | Customize an instance name that is easy to identify,
Name d- for example, Nextcloud-Example.
Example
(Optional | ¢ Data You can bundle any of EVS, HSS (basic edition), and
) Disk: | CBR to your FlexusL instances as needed and set
Associate 10 GiB | specifications as needed.
d ) e Host
Services Securi
ty
e Cloud
backu
P
vault:
90 GiB
Required | 1 month | The minimum duration of a purchase is one month
Duration and the maximum duration is three years.
Auto-renew is enabled by default, which means the
purchased FlexusL instances will be automatically
renewed before they expire. If you do not enable
auto-renew during the purchase process, you can
still enable it later after the instances are created.
For more information about auto-renewal rules, see
Auto-Renewal Rules.
Quantity | 1 Set the number of FlexusL instances to be

purchased.

Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1.

Log in to the FlexusL console and click a resource card to go to the instance

details page.
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2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

| in ¢  Instance ID 664c5e... (T

>
Q_—/_/ Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

; Qverview

&| Cloud Servers

[l EVS Disks

Cloud Servers

& Cloud Backup Vaults

7 Host Security =5,

&_; D: eb0farc2-76f5-4fe 7 © Running

2vCPU

| hcss_ecs_4d44 |

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

Table 4-3 Security group rules

Priorit | Actio | Type | Protocol | Source | Description
y n & Port
1 Allow | IPv4 TCP: 80 0.0.0.0/0 | Specifies the internal
forwarding port of
application images
1 Allow | IPv4 TCP: 0.0.0.0/0 | Allows external access to
9000 the application O&M page.
1 Allow | IPv4 TCP: 0.0.0.0/0 | Allows external access to
9001 the application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.
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NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial

password may become invalid and you cannot log in to the application
dashboard.

Figure 4-8 Entry to the application dashboard

(
W
\N
©
\
o .

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose =~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.
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Step 4: Initialize

Figure 4-9 Resetting a password
FlexusL (1)

Batch operation (%)

>

~ O Running | CN East-Shanghail
..I C

| | | _l | ]

Inuse, 31daysuntilexpirat .~ (J Remote Login 5 Renew El

Stop

Restart

Reset Password

Upgrade

(10 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Nextcloud

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in Step 3: Reset a Password.

L] NOTE
For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
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management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrator
UserName

Administrator s - B

Password

In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

Resource Overview

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
Enter the username and password obtained in 2. Click Log in.

(10 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

After the installation is complete, you can continue to install recommended
applications as prompted or click Cancel.

You can still install these applications on the management page subsequently.

You can go through the pop-ups to learn about the Nextcloud functions, and
then configure Nextcloud on the management page.

After the Nextcloud application is initialized, you can deploy your applications on
the dashboard.

Step 5: Deploy Nextcloud

This section describes some basic operations of Nextcloud. For details, see
Nextcloud Documentation.
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Installing Applications

Nextcloud integrates various applications, and you can add more functions to
Nextcloud by installing these applications.

1. Click [l in the upper right corner and choose Apps to view the applications
integrated with Nextcloud.

2. Click Enable.

o000 m 4 =
Your apps 4 N ~ o | & Personal
= Admin
W Collaborative t: ~ OFfici |
& comments ~ Offici. | .
W oe - ~ ol | in
&b

4 A A
<
i

Configuring SMTP

Configuring an SMTP mail server in an application is very important. It can be
used to get back your passwords and receive important notifications. You are
advised to configure the SMTP service to enable the email notification function.

. Click g in the upper right corner and click Personal.
2. Enter the sender's email address, for example, example@163.

The email address must be available, and the SMTP function must have been

configured.

3. Choose Administration > Basic Settings > Email Server, and configure SMTP

information.

In this example, the 163 mailbox is only for reference. Please configure the
corresponding parameters when other mailboxes are used.

Email server 1

s important to set up this server to be able to send emails

o
o
T
o
i

Send mode  SMTP ~ | Encryption SSUTLS =

]

@ 163.com

=]

From address  exam

Authentication method Login ~ M Authentication required
Server address smtp.163.com 1 465
Credentials example@163.com  SMTP Password Store credentials
Send email
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Parameter

Description

Send mode

Select SMTP.

Encryption

Select SSL/TLS.

From address

Enter an email address, for example, example@163.com.

Server address

Enter smtp.163.com for the 163 email server.

Port number

Enter 465.

method

Authentication

Select Authentication required.

Credentials

e SMTP Username: Set it to the email address.

e SMTP Password: Set it to the authorization code
obtained when configuring SMTP for
example@163.com rather than the login password of
example@163.com.

4. Click Store credentials.

5. Click Send email to test whether the SMTP has been successfully configured.

4.2.2 Using Kodbox to Quickly Set Up a Cloud Disk

Application Scenario

Kodbox is an open-source system that integrates online file management, multi-
cloud storage, and collaborative office. The Kodbox application image uses the
Ubuntu 22.04 and is deployed using Docker. The Kodbox application and the
required operating environment have been preconfigured. This section describes
how to use the Kodbox application image to quickly set up a cloud disk.

Resource Planning and Costs

Resource

Configuration

Description

Cloud server

e VvCPUs: 2
e Memory: 2 GiB

Select appropriate instance
specifications based on your service
requirements.

Image

Kodbox

Select the Kodbox application image.

Security group

Inbound rule:

e Protocol/
Application: TCP

e Port: 80, 443,
9000, or 9001

e Source: 0.0.0.0/0

e 80: Specifies the internal forwarding
port of an application.

e 443: Allows HTTPS traffic to FlexusL
instances.

e 9001: Allows external access to the
application dashboard.

e 9000: Allows external access to the
application O&M page.
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Process

Procedure Description

Step 1: Purchase Purchase a FlexusL instance and select the Kodbox
FlexusL Instances | application image.

Step 2: Configure | Add inbound security group rules to allow traffic from
Security Groups ports 80, 443, 9000, and 9001 to access the application.

Step 3: Initialize The image application dashboard needs to be initialized
Kodbox. only when you log in for the first time.

Step 4: Deploy a Deploy an application on the visualization application
Cloud Disk management page.

Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.

Region

onvrong kony NGRS

Neccows | Kedbox

Instance Specifications

/| 2vCPU|2GIB n 2VCPU |4 GIB n 2VCPU |8 GIB 4VCPU |8 GIB 4VCPU |16 GIB
ccccc e Sysiem Disk w008
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

ssce

$9.00 USD imorin $19.00 USD monn $39.00 USD imorin $59.00 USD imorin $79.00 USD imonin

(Optional) Instance Name

Data Disk (EVS)
’ 5 $100USD monn v

© Host Security (HSS Basic Edition)
. $1.50 USD monn

© Cloud Backup Vault (CBR)
ackup e $252USD man v
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Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution
when selecting a region.
Applicati | Kodbox Select the Kodbox application image.
on Image
Instance | 2 vCPU |2 Select instance specifications as needed.
Specificat | GiB |
ions System disk
60 GiB
Instance | Kodbox- Customize an instance name that is easy to
Name Example identify, for example, Kodbox-Example.
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 and CBR to your FlexusL instances as needed
Associate GiB and set specifications as needed.
d Service | ¢ Host
Security
e Cloud
Backup
Vault: 70
GiB
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three
years.
Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information
about auto-renewal rules, see Auto-Renewal
Rules.
Quantity | 1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.

4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to allow traffic from ports 80, 443, 9000, and

9001 to access the application.
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1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

[ | [ N | ¢  Instance ID 664c5e... (T
%”_’/ Region CN-Hong Kong 2 vCPU
ncss_ecs_4d44  © Running
; Overview
Cloud Servers
©| Cloud Servers
[2] EVS Disks

<% Cloud Backup Vaults

7 Host Security S
“\‘_; D: eb0fa7c2-76f6-4fe 7 © Running

2vCPU

| hcss_ecs_4d44 |

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

o
G oS

Add Inbound Rule  team now to add a ke [2 «

Network Interface:

Table 4-4 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity ([on |e ol & ce
Port

1 Allo | IPv | TCP: 0.0.0. | Specifies the internal forwarding port
w 4 80 0/0 of an application.

1 Allo | IPv | TCP: 0.0.0. | Allows HTTPS traffic to FlexusL
w 4 443 0/0 instances.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9000 0/0 application O&M page.

1 Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.
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Step 3: Initialize Kodbox.

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1.

On the Overview page, click Access in the Dashboard field in the Image

area.

Resource Overview

<= Cloud Instance

Data Package

(10 NOTE

== 1 = 1 spsenns = 1

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Set the account and password for logging in to the dashboard and click OK.

Kodbox does not have a default username or password. Set a usename and

password that are easy to remember.

Enter the username and password for logging in to the dashboard, and click

Log in.

Check the application dashboard.

After logging in to the application management page, information similar to

the following is displayed.

v Paosition
Starred

> My Files

My group

Collaborate .
Privacy safe

v Tools

@ Recent

< My collaboration
Link sharing
& My Album
i Trash
File type
Personal Label

Network Driver (admin)

New folder =
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After the Kodbox application is initialized, you can deploy your applications on the
dashboard.

Step 4: Deploy a Cloud Disk

For details about how to deploy a Kodbox cloud disk, see Kodbox Service
Support.

4.3 E-commerce

4.3.1 Using Windows Server to Set Up a Cross-Border E-
Commerce Store

Application Scenario

Windows Server is a group of Microsoft-developed OSs for servers. This section
uses the Windows Server 2016 OS image as an example to describe how to set up
and manage cross-border e-commerce stores. The following uses Amazon stores
as an example to show how to manage multiple e-commerce stores on FlexusL
instances.

Solution Architecture

On the Amazon platform, a seller cannot manage multiple accounts from the
same public IP address. This can raise red flags and may lead to account
suspension or other consequences.

Amazon store 1

- Amazon store 2
—_— —_—

Store administrator Local PC

Amazon store N

With FlexusL instances, you can log in to different stores from the same host
without worrying about account issues.

Q —_ Amazon store 1

FlexusL instance 1

— - — @ _— Amazon store 2

FlexusL instance 2

Q e Amazon store N

FlexusL instance NV

Store administrator Local PC
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You can also use the same FlexusL instance to manage stores on other e-

commerce platforms.

[ An Amazon store
J )

-

Store administrator Local PC

Resource Planning and Costs

A FlexusL instance

Other e-commerce stores

Table 4-5 Resource Planning and Costs

Resou | Type Description Cost
rce
Cloud | e vCPUs:2 FlexusL instances are easy to provision You
server | o Memory: 2 and manage. In this example, three need
GiB FlexusL instances are created, each with 2 | to pay
vCPUs and 2 GiB memory. You can select | for
proper FlexusL instance flavors based on resour
service requirements. The FlexusL instance | ces
names are MyShop_1, MyShop_2, and packed
MyShop_3, respectively. in the
Flexus
EIP Automatically An EIP can be used for Internet access. By |
assigned default, one fixed EIP is assigned to a instanc
FlexusL instance. es.
Data 10 GiB Data disks are used to store data except Windo
disk the operating system. They are like drive | ws
D, drive E, and drive F in a PC. private
images
CBR 70 GiB Cloud Backup and Recovery (CBR) can are
back up data in system and data disks of | free.
FlexusL instances and restore data if
instances fail.
HSS Host security Host Security Service (HSS) is designed to
improve the overall security of FlexusX
instances. It helps you eliminate risks and
defend against intrusions and web page
tampering. There are also advanced
protection and security operations
functions available to help you easily
detect and handle threats.
Image | Windows Server | Windows Server 2019 is used.
2019
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Process

Preparations

Procedure

Description

Preparations

Upload the Windows Server 2019 private image created
from the Windows Server 2019 image to the IMS console so
that you can select the Windows Server 2019 private image
when purchasing FlexusL instances.

Step 1: Purchase
FlexusL

Purchase a FlexusL instance and select the Windows Server
2019 private image.

Security Groups

Instances
Step 2: Configure inbound rules for a security group to ensure that
Configure the FlexusL instance can be accessed.

Step 3: Log In to
a FlexusL
Instance Server

Set a password and log in to the FlexusL instance server.

Step 4: Remove
the Session Time
Limit

Set the session time and remove the session time limit to
avoid repeated logins due to session timeout.

Step 5: Open
Stores

After the preceding steps are complete, you have obtained a
complete Windows Server FlexusL instance with a fixed EIP
bound. You can create accounts, and open and manage
stores on e-commerce websites.

To use the Windows Server 2019 image, create a private image from it on the IMS

console first.

e If your image format is VMDK, VHD, QCOW2, VHDX, QED, VDI, QCOW, or
ZVHD, see Creating a Windows System Disk Image from an External

Image File.

e If your image format is ISO, see Creating a Windows System Disk Image
from an ISO File.

e If your image format is RAW or ZVHD2, see Quickly Importing an Image

File.

NOTICE

Images are regional resources. FlexusL instances only can use private images that
are in the same region as them. Ensure that the image is in the same region as

the FlexusL instance.
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Step 1: Purchase FlexusL Instances

1. Log in to the FlexusLconsole and click Buy FlexusL.
2. Specify required parameters for the FlexusL instance.

$9.00 USD rmormn $19.00 USD moner $39.00 USD rmonn §59.00 USD rmonms $79.00 USD rmonn

nnnnnnnnnnnnnn

eeeeee

Parame | Example Description
ter

Region | CN-Hong For low network latency and quick resource access,
Kong select the region nearest to your target users. After
a FlexusL instance is created, the region cannot be
changed. Exercise caution when selecting a region.

Image | Windows In the private image list, select the Windows Server
Server 2019 | 2019 private image which is in the same region
(CN-Hong Kong) as the instance and has been
uploaded to the IMS console.

Instanc | 2 vCPUs | 2 | Select instance specifications as required.
e GiB
Specific | memory
ations and 60 GiB

system disk
Instanc | MyShop_1 Customize an instance name that is easy to
e Name identify, for example, MyShop_1, MyShop_2, and
MyShop_3.
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Parame | Example Description
ter
(Option | ¢ Data You can bundle any of the services to your FlexusL
al) Disk: 10 | instances as needed: EVS, HSS (basic edition), and
Associa GiB CBR.
ted ) e Host
Services Security
e Cloud

backup

vault: 70

GiB

Require | @ 1 month | The minimum duration of a purchase is one month

d . e Enabling and the maximum duration is three years.

Duratio auto- Auto-renew is enabled by default, which means

n renew the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information about
auto-renewal rules, see Auto-Renewal Rules.

Quantit | 3 Set the number of FlexusL instances to be

y purchased, for example, three in this example.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

L Instances (8]

Bzich cperatior )

@ MyShop_17996 < MyShop_17967 <y MyShop_1-7998
S 0 muming S oamig

@ vindowsserver 2019

BP0 EP1E

nusz, tdayswnilexpra. 33 Remole ogir T Renew e Inuse, S1dzysutieprs..  Q RemotzLogn (&) Renew -

5. Hover the pointer over a resource card, click Z4 next to the instance name,
and change it to MyShop_1, MyShop_2, and MyShop_3, respectively.

Step 2: Configure Security Groups

Configure inbound rules for security groups to ensure that the FlexusL instance
can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.
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[ | inm #  Instance ID 664c5e.. (T

- L
Q—j Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

Qverview

&| Cloud Servers

[2] EVS Disks

Cloud Servers

% Cloud Backup Vaults

& Host Securiy — | hcss_ecs_4d44 |
\“'tj D: eb0fa7c2-7616-4fe 7 © Running

2vCPU

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.

L
Overview  Domain Names | Security Groug

Add Inbound Rule  Leam now to add a rule 2 x

Basic Information
@ I you select IP address for Source, you can enter multple IP addresses. Each IP address represents a different security group rule
Network Interface

Security Group sg-default-smb
192.168.0.61 (primary)
° Priority Action Type source Description Operation
1P addre
Rules  Leam how toadd a e 2 1 1Pv4 2000 HTTP to cloud @ Delet
1P addre
Security Group | sg-default-smb | et f—, B & Delet
e 44 0.0.00/
I Add Rule Delete Q searc
¥ ~ | ®AwRue
[ Priority & Ac|

o 1 Allow,

Table 4-6 Security group rules

Priorit | Actio | Type | Protocol | Source | Description

y n & Port

1 Allow | IPv4 TCP: 80 0.0.0.0/0 | Allows HTTP traffic to
FlexusL instances.

1 Allow | IPv4 TCP: 443 | 0.0.0.0/0 | Allows HTTPS traffic to
FlexusL instances.

Step 3: Log In to a FlexusL Instance Server

For Windows FlexusL instances, the administrator username is Administrator and
there is no default password. Set a password before logging in to the server.

1. Enable Batch operation, select Select all, and click Reset Password.
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L Instances (9)
@l?aﬂ:hnpe’sﬂtn@ 0 seectar (st V(s ‘ Reset Passwort \ ) ( ursubscrve ) Baon Rensaiing 08s 2
\Q, MyShop_1 MyShop_2 = MyShop_3 ‘
S o runiing 0 Runing S o g
a0 Q

S

If you reset the password for running servers, the password change is applied

EPA0DE

EPI0EE EPI0E

Inuse, 1 days untl zxora. 7 RerolzLogin T Renew .. Ir use, 31 2ays unil xcira 7 Remoizlogn (T Renew - In use, 51 cays Until excira 2 RemotzLogn (F Renew -

et a new password for the FlexusL instance servers and click OK.

only after the next restart. Select Auto Restart. After the password is reset,
the server status becomes Restarting. Wait until the status changes to
Running and go to the next step.

Reset Password

The passwords of the following servers will be reset to the same value. Show v

New Password
Confirm Password

Auto Restart

Select this option to apply the password change.

Auto restart may ‘You are advised to stop the server first before resetting the password

I the server uses an application image, check that the image application is up and running [/} (about 1-30 minutes
after the server creation is submitted) and then reset the password, or the reset may fail

C
In the resource card, click Remote Login to remotely log in to the cloud

server using VNC.
Click Ctrl+Alt+Del in the upper left corner to unlock the desktop.

Cancel )

Follow the instructions to enter the password set in step 2 and press Enter.

Console

HUAWEI CLOUD

3 cir-Alt+Del Local Cursor B Paste&Send  Full Screen

Administrator

[

Step 4: Remove the Session Time Limit

A session is a sequence of uninterrupted requests and responses between a user
and a server. Session timeout occurs when a user does not perform any action
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within a specified period and the session of the user is terminated. Once the
session times out, you need to log in to the FlexusL instance server again. This

section describes how to remove the session time limit.

1.
2.

In the search box at the lower left corner of the page, search for RUN.
Enter gpedit.msc in the RUN dialog box and click OK.
In the Local Group Policy Editor window, choose Computer Configuration >

Administrative Templates > Windows Components > Remote Desktop

Services > Remote Desktop Session Host > Session Time Limits, and

In the displayed dialog box, select Enabled and set End a disconnected

session to Never. Click OK.

& Remote Desktop Services sessions

sion when time limits are reached
< limit for logoff of RemoteApp sessions

aanan
[

& Set time limit for disconnected sessions [} Pt
[] Set time limit for disconnected sessions Next Setting
() Not Configured Comment:
(® Enabled
() Disabled

Supported on: [ a4 |eact Windows Server 2003 operating systems or Windows XP Professional
Options: Help:

-~

End a disconnected session | MNever |

This policy setting allows you to configure a time limit for
disconnected Remote Desktop Services sessions.

You can use this policy setting to specify the maximurm amount
of time that a disconnected session remains active on the server.
By default, Remote Desktop Services allows users to disconnect
from a Remote Desktop Services session without logging off and
ending the session.

When a session is in a disconnected state, running programs are
kept active even though the user is no longer actively connected.
By default, these disconnected sessions are maintained for an
unlimited time on the server.

If you enable this policy setting, disconnected sessions are
deleted from the server after the specified amount of time. To
enforce the default behavior that disconnected sessions are
maintained for an unlimited time, select Never, If you have a
conscole session, disconnected session time limits do not apply.

In the Local Group Policy Editor window, double-click Set time limit for

active but idle Remote Desktop Services sessions in the right pane.

In the displayed dialog box, select Enabled and set Idle session limit to

Never. Click OK.
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A Set time limit for active but idle Remote Desktop Services sessions O pd
E: Set time limit for active but idle Remote Desktop Services sessicns Frziizus Fotfng Next Setting
(O Mot Configured Comment:
(@) Enabled
() Disabled
Supported en: [ At |east Windows Server 2003 ocperating systems or Windows XP Professional
Cpticns: Help:
: F This policy setting allows you to specify the maximum amount ~
Idle session limit: [N - policy g ¥ P
Iil of time that an active Rermote Desktop Services session can be

idle (without user input) before it is automatically disconnected.

If you enable this policy setting, you must select the desired time
limit in the ldle session limit list. Remote Desktop Services will
automatically disconnect active but idle sessions after the
specified amount of time. The user receives a warning two
minutes before the session disconnects, which allows the user to
press a key or move the mouse to keep the session active. If you
have a console session, idle session time limits do not apply.

If you disable or do not configure this policy setting, the time
limit is not specified at the Group Policy level. By default,
Rermnote Desktop Services allows sessions to remain active but
idle for an unlimited amount of time.

If you want Remote Desktop Services to end instead of
disconnect a session when the time limit is reached, you can
configure the policy setting Computer Configuration
“Administrative Templates\Windows Components\Remote o0

Step 5: Open Stores

Now you have obtained a Windows Server FlexusL instance with a fixed EIP
bound. You can create accounts, and open and manage stores on e-commerce
websites.

When running e-commerce stores, you may need to upload your local files to
cloud servers. For details, see How Do | Upload Files to My ECS (The method
also applies to uploading files to FlexusL instances).

4.3.2 Using PrestaShop to Build an E-Commerce Website

Application Scenario

PrestaShop is a full-featured, cross-platform, and open source e-commerce
platform written in the PHP programming language with support for the MySQL
database management system. PrestaShop supports transactions using different
currencies and almost all payment methods, such as Paypal. It is a good choice for
you to build foreign trade websites. Supported By FlexusL, the PrestaShop
application image uses Ubuntu 22.04 and is deployed using Docker. The Nginx,
MySQL, phpMyAdmin, and Docker have been preconfigured in the image. This
section describes how to use PrestaShop to build an e-commerce website.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it
as required.
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Resource Configuration Description

Cloud server e VvCPUs: 2 Select appropriate instance
specifications based on your service

e Memory: 2 GiB .
requirements.

Image PrestaShop Select the PrestaShop application
image.
Security group | Inbound rule: e 80: Specifies the internal
e Protocol/ forwarding port of application
Application: TCP Images.
e Port: 9001 9000 e 9000: Allows external access to the
3306 ' ' application O&M page.
e Source: 0.0.0.0/0 e 9001: Allows external access to the

application management page.

e 3306: Allows access to MySQL
databases.

Domain name | wpwebsite.com e |f the website is only used for
personal development or testing,
there is no need to add a domain
name.

e If the website is open to the public,
add and resolve a domain name
for the cloud server.

Procedure

Procedure Description
Step 1: Purchase a Purchase a FlexusL instance and select the PrestaShop
FlexusL Instance application image.
Step 2: Configure Add inbound security group rules to ensure that the
Security Groups application preinstalled in the image can be accessed.
Step 3: Reset the A FlexusL instance does not have an initial password.
Password and Log In | After creating a FlexusL instance, set a password for the
to the FlexusL FlexusL instance.
Instance
Step 4: Initialize Log in to PrestaShop and select the desired language for
Prestashop the management page.
Step 5: Deploy On the dashboard, perform the following operations:
Prestashop e Manage language packages and set languages

e Manage modules

e Back up databases

e Configure domain names
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Step 1: Purchase a FlexusL Instance

1.
2.

Log in to the FlexusLconsole and click Buy FlexusL.

Specify required parameters for the FlexusL instance.

a Q a Nﬂ' a = I’J ]
@ a a VII! a O] a
(o T
Paramet | Example Description
er
Region CN-Hong For low network latency and quick resource
Kong access, select the region nearest to your target
users. After a FlexusL instance is created, the
region cannot be changed. Exercise caution when
selecting a region.
Applicati | PrestaShop | Select the PrestaShop application image.
on Image
Instance | 2 vCPUs | 2 | Select instance specifications as needed.
Specificat | GiB |
ions System
disk 60 GiB
Instance PrestaShop | Customize an instance name that is easy to
Name -Example identify, for example, PrestaShop-Example.
(Optional | e Data You can bundle any of EVS, HSS (basic edition),
) Disk: 10 | and CBR to your FlexusL instances as needed and
Associate GiB set specifications as needed.
d Services | ¢ Host
Security
e Cloud
backup
vault:
70 GiB
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Paramet | Example Description
er
Required | 1 month The minimum duration of a purchase is one
Duration month and the maximum duration is three years.

Auto-renew is enabled by default, which means
the purchased FlexusL instances will be
automatically renewed before they expire. If you
do not enable auto-renew during the purchase
process, you can still enable it later after the
instances are created. For more information about
auto-renewal rules, see Auto-Renewal Rules.

Quantity |1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

| in ¢  Instance ID 664c5e... (T

Y
s—/-/ Region CN-Hong Kong 2 VCPU

hcss_ecs_4d44  © Running

3 Qverview

Cloud Servers
o[ sz

[l EVS Disks

% Cloud Backup Vaults

<) Host Security =5,

\_; D: eb0fa7c2-7616-4fe 7' © Running

2vCPU

| hcss_ecs_4d44 |

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.
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Table 4-7 Security group rules

Prior | Acti | Type | Protocol | Source Description
ity on & Port
1 Allo | IPv4 TCP: 80 0.0.0.0/0 Specifies the internal
w forwarding port of
application images
1 Allo | IPv4 TCP: 3306 | 0.0.0.0/0 Allows access to MySQL
w databases.
1 Allo IPv4 TCP: 9000 | 0.0.0.0/0 Allows external access to
w the application O&M
page.
1 Allo IPv4 TCP: 9001 | 0.0.0.0/0 Allows external access to
w the application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has

been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

rrrrrr

Figure 4-10 Entry to the application dashboard

Leammore >
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NOTICE

When you click Access to go to the dashboard for the first time, PrestaShop
generates a random character string following the dashboard address for
encryption. Keep the encrypted dashboard address in mind. You can only
use the encrypted address to log in to the dashboard and cannot access
the dashboard from the console..

For example, when you access the management console http://1.1.1.1:9001/
admin for the first time, the address automatically changes to http://
1.1.1.1:9001/admin923reep1k/index...... , where the character string
923reep1k is added after admin. Keep the address http://1.1.1.1:9001/
admin923reep1k in mind. (You do not need to record the part following
admin923reep1k/)

You can also reinstall the FlexusL instance to obtain the new dashboard
address, but the original data will be lost. Therefore, keep the encrypted
address in mind.

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 4-11.

Figure 4-11 Initialization wizard page of the Prestashop dashboard

PrestaShop

4 Back 10 Prestas
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Step 4: Initialize

(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

Locate the resource card and choose **° > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.

Figure 4-12 Resetting a password
FlexusL (1)

Batch operation (%)

—
~ © Running | CN East-Shanghait

... C

Inuse, 31daysuntilexpirat .~ (J Remote Login 5 Renew El

Stop
Restart

Reset Password

Upgrade

(10 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Prestashop

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from

the
1.

FlexusL console afterwards.

In the address bar of a local browser, enter http://<Server-£/P>9000 to log in
to the application O&M page.
The initial username and password for logging in to the application

dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username

Issue 01 (2025-02-14)

Copyright © Huawei Cloud Computing Technologies Co., Ltd. 155


https://support.huaweicloud.com/intl/en-us/usermanual-flexusl/instance_admin_0002.html
https://support.huaweicloud.com/intl/en-us/usermanual-flexusl/image_admin_0001.html

Flexus L Instance

Best Practices 4 Setting Up an Application

for logging in to the O&M page is root, and the login password is the
password reset in 2.

(10 NOTE

For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?

2. On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy

management. If the password is changed, the initial password will be invalid.
Remember the new password.

Initial Account
This appication i p

Administrator

Administrator . ®

Password

3. On the Overview page, click Access in the Dashboard field in the Image
area.

Resource Overview

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
4. Enter the password obtained in 2.
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Figure 4-13 Initialization wizard page of the Prestashop dashboard

PrestaShop

PrestaShop

Email address

Password

(11 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?

5. Click LOG IN to log in to PrestaShop.
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%3 PrestaShop :7ss Quick Access » o R ® Viewmyshop I O
~ Dashboard

" Dashboard Dashboard @ Demo mode Help .

m Year | Day1 Month 4 From 2023.05-22 To 2023-06-22 ~
@ Activity overview P PRESTASHOP METRICS
I isitors 10 .
PrestaShop Metrics:
B I Some actions are required on your end
Active shopping Larts ']
Module(s) that need to be installed
" * Presiash nts
Qﬁlnnﬂyhndlng » Prestash
4
1
13
Out of Stock 4
— |al Dashboard

viess: £ Rev Sales
288 448 €679,411.00 nven

After the Prestashop application is initialized, you can deploy your applications on
the dashboard.

Step 5: Deploy Prestashop
This section describes some basic operations of PrestaShop. For more information,
see PrestaShop Documentation.

Managing Language Packages

PrestaShop has a built-in multi-language system. You only need to select the
corresponding language and import it to your PrestaShop system online.

e Import a language package.

a. Choose IMPROVE > International > Localization, select the language
package you want to import, and click Import.

Localization

@ Import a localization pack

(<<

in

b. Click the Languages tab to view the language packages that have been
imported.

e Set the language of the dashboard.

Click the avatar on the right corner, select Your profile and set the language.
Click Save.
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7% PrestaShop

Team

> Employees

Edit: Doe John

Employees Profiles

-
m
e
=]
m s

CONFIGURE

<

Advanced Parameters

789 Quick Access v Q, search e g product reference, custon

Permissions

¥ Lastname

Avatar

Enable gravatar

* Email address

password

PrestaShop Addons

Welcome back
John

(3 )

2 # Your profile

Doe u Resources

e
Choose file(s) & Training

Fy

No

© Find an Expert
* PrestaShop Marketplace

@ Help Center

Sign out

help@websofto.com

| Change password... ‘

| Signin |

* Default page

e Delete a language package.

Dashboard v

This page will be displayed just after login

You can delete unnecessary language packages.

a. Choose International > Localization > Languages and disable the
language package you want to delete.

Quick Access ~

%% PrestaShop 72

Localization

Languages

Q

Localization > Languages

Languages

Currencies

@ Add new language ‘ Help |

Geolocation

The status has been successfully updated

When you delete a language, all related translations in the database will be deleted

Languages (2) -3
Date
150 Language Date format
ID ~  Flag Name code code format (full) Enabled Actions
se earch narr sear: Search cc Search Search +

Localization - ; Ea—

1 B8 English (Englis B dry Ay H
. 0

: e e vwows  [] 7 [

b. In the Actions list, click Delete to delete the language that is disabled.

Managing Modules

PrestaShop has a rich module library, which greatly expands the functions of

PrestaShop.

e Choose Modules > Marketplace, find the required plug-in, and click Buy
Now or Install to purchase and install the module.

You can also click Upload a module to install other modules.

e Choose Modules > Module Manager.

- On the Modules tab page, you can disable, configure, uninstall, and

restore the modules.
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- On the Alerts tab page, you can view the notifications of modules.
- On the Updates tab page, you can view modules that can be updated.

Backing Up Databases
PrestaShop allows you to back up databases.

1. In the navigation pane on the left, choose Advanced Parameters > Database
> DB Backup, read the disclaimer, and click | have read the disclaimer.
Please create a new backup.

You can follow the instructions on the following page to restore a database.

Database > DB Bac!

DB Backup | hee |

SQL Manage: DB Backup

Disclaimer before creating a new backup

1. Prestashop is not responsible for your database, its backups and/or recovery.

Shop is open-source software. You are using it at your own risk under the license agreement

ould back up your data on a re; sis (both files and database).

>tyour files

e dropped during the backup recovery (see "Backup options" below)

nction only backs up your datat

5. By default, your existing database tabl
he quality and integrity of your backup files!

y that your backup files are complete, up-to-date and valid, even if you had a success message appear
backup process

check your data

9. Never restore a backup on a live site

CONFIGURE

2 7. Alw

|‘ B 1 have read the disclaimer. Please create a new backup. ‘|

o How to restore a database backup in 10 easy steps

1. Set "Enable Shop" 10 “Na" in the "Maintenance” page under the "Preferences” menu

2. Download the backup from the list below or from your FTP server (in the folder "admin/backups")

3. Check the backup integrity: Look for errors, incomplete file, etc... Be sure to verify all of your data

4. Please ask your hosting provider for "phpMyAdmin® access to your database.

5. Connect to "phpMyAdmin" and select your current database

6. Unless you enabled the "Drop existing tables” option, you must delete all tables from your current database.

7. Atthe top of the screen, please select the "Import” tab

8. Click on the "Browse" button and select the backup file from your hard drive

9. Check the maximun filesize allowed (e.g. Max: 16MB)
If your backup file exceeds this limit, contact your hosting provider for assistance

10. Click on the "Go" button and please wait patiently for the import process to conclude. This may take several

minutes.

2. Click Download the backup file to download the backup file to your local
PC.

Configuring Domain Names

Add and resolve a domain name for the website so that users can use the domain
name to access the website. If the website is only used for personal development
or testing, there is no need to add a domain name.

1. If the domain name is not registered with Huawei Cloud or not hosted on
Huawei Cloud DNS, the domain name cannot be resolved. Use either of the
following methods to resolve the issue:

- Contact the DNS service provider to add an A record that maps the
domain name to the EIP of the FlexusL instance.

- Use Huawei Cloud DNS servers to resolve the domain name. For details,
see Migrating to Huawei Cloud DNS for Domain Name Resolution.

2. Add the domain name on the application O&M page.

a. In the address bar of a local browser, enter http://£/”~9000 to log in to
the application O&M page.

The username and password for logging in to the dashboard are the root
user and password of the FlexusL instance. A FlexusL instance does not
have an initial password. Reset the password and use it to log in to the
dashboard.

Issue 01 (2025-02-14) Copyright © Huawei Cloud Computing Technologies Co., Ltd. 160


https://support.huaweicloud.com/intl/en-us/usermanual-dns/dns_usermanual_0001.html

Flexus L Instance
Best Practices 4 Setting Up an Application

b. Choose My Apps and click the App icon.
c. Choose Access and click Add Domain.

(o] o] ] =

[ osomn |

3. Apply for ICP licensing for the domain name.

To successfully access the server using a domain name, you must license the
domain name. Domain name licensing provided by the ICP License Service is
free of charge. For details, see ICP Filing Process.

After the domain name is licensed, you can use it to visit the website.

4.4 Audio and Video Scenarios

4.4.1 Pushing Local PC Desktop Streams to SRS Using OBS

Application Scenario

SRS is a simple and an efficient real-time video server that supports various real-
time streaming media protocols, such as RTMP, WebRTC, HLS, HTTP-FLV, and SRT.
Supported By FlexusL, the SRS image uses Ubuntu 22.04 and is deployed using
Docker. The Nginx and Docker have been preconfigured in the image. This section
describes how to push PC desktop streams to SRS using OBS.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.
Resource Configuration Description
Cloud server e vCPUs: 2 Select appropriate instance
e Memory: 4 GiB specifications based on your service
requirements.
Image SRS Select the SRS application image.
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Resource Configuration Description
Security group | Inbound rule: e 80: Specifies the internal
e Protocol & Port forwarding port of application
TCP: 80, 9001, 1935, Images.
1985, 8080, 8000 e 9001: Allows external access to the
Source: 0.0.0.0/0 application management page.
e Protocol & Port e 1935: Allows access to the RTMP
ICMP: all livestreaming server.
Source: 0.0.0.0/0 e 1985: Allows access to the HTTP

API server to deliver HTTP-API and
WebRTC streams.

e 8080: Allows access to the HTTP
livestreaming server to deliver
HTTP-FLV and HLS streams.

e 8000: Allows access to the WebRTC
media server.

Domain name | wpwebsite.com e |f the website is only used for
personal development or testing,
there is no need to add a domain
name.

e If the website is open to the public,
add and resolve a domain name
for the cloud server.

Process
Procedure Description
Step 1: Purchase a Purchase a FlexusL instance and select the SRS
FlexusL Instance application image.
Step 2: Configure Add inbound security group rules to ensure that the
Security Groups application preinstalled in the image can be accessed.
Step 3: Reset the A FlexusL instance does not have an initial password.
Password and Log In | After creating a FlexusL instance, set a password for the
to the FlexusL FlexusL instance before logging in to it.
Instance

Step 4: Learn About | Understand the SRS working interface.
the SRS Dashboard

Step 4: Push Local Learn how to push local PC desktop streams to SRS
PC Desktop Streams | using OBS.
to SRS Using OBS
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Step 1: Purchase a FlexusL Instance

1.
2.

Log in to the FlexusLconsole and click Buy FlexusL.

Specify required parameters for the FlexusL instance.

=TB
@ @
-] a

Paramet | Exampl | Description
er e
Region CN- For low network latency and quick resource access,
Hong select the region nearest to your target users. After a
Kong FlexusL instance is created, the region cannot be
changed. Exercise caution when selecting a region.
Applicati | SRS Select the SRS application image.
on Image
Instance | 2 vCPUs | Select instance specifications as needed.
Specificat | | 4 GiB
ions memory
and 80
GiB
system
disk
Instance | SRS- Customize an instance name that is easy to identify,
Name Example | for example, SRS-Example.
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Paramet | Exampl | Description
er e

(Optional | e Data | You can bundle any of EVS, HSS (basic edition), and
) disk: | CBR to your FlexusL instances as needed and set
Associate 10 specifications as needed.

d Services GiB

e Host
securi
ty

e Cloud
back
up
vault:
90
GiB

Required | 1 month | The minimum duration of a purchase is one month
Duration and the maximum duration is three years.

Auto-renew is enabled by default, which means the
purchased FlexusL instances will be automatically
renewed before they expire. If you do not enable
auto-renew during the purchase process, you can
still enable it later after the instances are created.
For more information about auto-renewal rules, see
Auto-Renewal Rules.

Quantity | 1 Set the number of FlexusL instances to be
purchased.

3. Click Buy Now and complete the payment as prompted.
4. Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1. Log in to the FlexusL console and click a resource card to go to the instance
details page.

2. In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.
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- [ | N
%; Region CN-Hong Kong
hcss_ecs_4d44  © Running
Qverview
&| Cloud Servers

[2] EVS Disks
% Cloud Backup Vaults

7} Host Security

2 P
2 VvCPU

Cloud Servers

Instance ID 664c5e... O

| hcss_ecs_4d44 |

2vCPU

D: eb0fa7c2-7616-4fe

7 © Running

3.  On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as

needed.

Table 4-8 Security group rules

Prio | Acti | Typ | Protoc | Sour | Description
rity ([on |e ol & ce
Port
100 | Allo | IPv | TCP: 0.0.0. | Allows external access to the
w 4 9001 0/0 application dashboard.
100 | Allo | IPv | TCP: 0.0.0. | Allows access to the RTMP
w 4 1935 0/0 livestreaming server.
100 | Allo | IPv | TCP: 0.0.0. | Allows access to the HTTP API server
w 4 1985 0/0 to deliver HTTP-API and WebRTC
streams.
100 | Allo | IPv | TCP: 0.0.0. | Allows access to the HTTP
w 4 8080 0/0 livestreaming server to deliver HTTP-
FLV and HLS streams.
100 | Allo | IPv | TCP: 0.0.0. | Allows access to the WebRTC media
w 4 8000 0/0 server.

Step 3: Reset the Password and Log In to the FlexusL Instance

This section describes how to log in to a FlexusL instance. A FlexusL instance does
not have an initial password. After creating a FlexusL instance, set a password for
the FlexusL instance before logging in to it.

1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.
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NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 4-14 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 4-15.

Figure 4-15 Initial page of the SRS dashboard

SRS works!

Click here to enter SRS console.
| |

Publish stream by FEmpeg or OBS:
J u n | u I. u . | -

rimp: AS124. 70 Aive/livestream

Click here to start SRS player.
1l

SRS Team © 2022

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose "~~~ > Reset Password to reset the
password.
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A FlexusL instance does not have an initial password. Set a password for the

FlexusL instance before logging in to it. For details, see Resetting the
Password for a FlexusL Instance.

Figure 4-16 Resetting a password

FlexusL (1)

Batch operation (%)

O Running | CN East-Shanghail

Stop

Restart

Reset Password

Upgrade

3. Locate the target instance and click Remote Login and enter the username

and password as prompted to log in to the FlexusL instance.
The username is root, and the password is the one set in 2.

Flexus L Instance (1)

Q search or filter by name.
FlexusL (1)

Batch operation (2)

< |

S—
il
" © Running | CN North-Beijing4

EIP:1 Private IP:17700707 07

Inuse, 31 days until expirat.. )| rRemote Login | B3 Renew

Step 4: Learn About the SRS Dashboard

Application images are based on the Ubuntu OS of the code page. You can log in
to the visualized dashboard to configure applications easily.
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1. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.

\\l
©
W
\

sssss

(10 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
2. Check the SRS dashboard.

You do not need to set the username and password for logging in to SRS. On
the SRS dashboard, you can:

- Log in to the SRS console.
- Obtain the ingest URL.
- Start SRS player to watch the livestreaming content.

Figure 4-17 Initial page of the SRS dashboard

SRS works!

Click here to enter SRS console,
| |

Publish stream by FEFmpeg or OBS:
= o | Bl m=a

rtmp: /124, 70, Aivelivestream

Click here to start SRS player.
110

SRS Team © 2022

After the SRS application is set up, you can use SRS to push and watch
livestreams.

Step 4: Push Local PC Desktop Streams to SRS Using OBS

This section describes how to push local PC desktop streams to SRS using OBS.
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Step 1: Push Livestreams

1. Download and install OBS based on your operating system.

2. Open OBS tool and click Settings in the Controls area.

on Tools  Help

File Edit View Docks Profile

Scenes

5 SceneTransitions [ Controls

ing

art Recording

3. On the Stream page, configure parameters and click Apply.

General
) Stream
(g Output
) Audio
D video
ER Hotkeys
@ Accessibility

‘,'.'\ Advanced

Service Custom..

Server  rtmpi//124.70. Ylives

Stream Key (@ [ivestream

E\ Use authentication

Username (3  admin

OK Cancel Apply

Parameter

Description

Service

Multiple platforms can push livestreams via OBS. For SRS,
select Custom.

Server

Enter the stream pushing address specified by SRS, for
example, rtmp://124.70.x.x/live/.
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Parameter Description

Stream key Specify a character string following the specified stream
pushing address, for example, the livestream following
live/ in rtmp://124.70.x.x/live/.

Use Select Use authentication and set the Username and
authentication | Password.

SRS works!

Click here to enter SRS console.

Publish stream by FEmpeg or OBS:
. | L u=

rtmp: /124, 70, fliveflivestream

Click here to start SRS player.
r 1 e

SRS Team © 2022

In the Output page, configure parameters and click Apply.

Set Video Bitrate to 1000 kbps. Select Software for Video Encoder to avoid
the need for high-end graphics cards and prevent potential streaming issues.
Configure other parameters as needed.

Click OK.

In the displayed Sources area, click +, select Display Capture, create a source,
and click OK.
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‘:' Create/Select Source

O Create new
Display Capture

@ Add Existing

You don't have any sources.
Click the + button below,

or right click here to add one. oK

|v] Make source visible

Cancel

Perform any operation to change the desktop screen, and you can see that
the screen starts to capture desktop content. Click OK.

Click Start Streaming. After the connection is successful, a green block is
displayed in the lower right corner, indicating that the stream pushing is
successful.

Step 2: Watch Livestreams

1.

3.

Log in to the FlexusL console and click a resource card to go to the instance
details page.

On the Overview page, in the Image area, click Access to access the image
application dashboard.

Resource Overview

(}'»

Start SRS player.
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SRS works!

Click here to enter SRS console.

Publish stream by FEFmpeg or OBS:

rimp: £124. 70

Click here to start SRS player.

SRS Team © 2022

4. Watch the desktop livestreams.

4.5 Website Data Analysis

fAiveilivestream

4.5.1 Using Superset to Obtain Data from MySQL for Analysis

Application Scenario

Superset is an open-source data exploration and visualization platform. This tool
provides a quick way to intuitively visualize datasets by allowing you to create and
share interactive dashboards. Supported By FlexusL, the Superset application
image uses Ubuntu 22.04 and is deployed using Docker. The Nginx, Redis,
pgAdmin, and Docker have been preconfigured in the image. This section
describes how to use Superset to obtain data from MySQL databases for analysis.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.
Resource Configuration Description
Cloud server vCPUs: 2 A Superset application image requires
Memory: 8 GiB at least 2 vCPUs and 8 GiB of
memory. Select appropriate instance
specifications accordingly.
Image Superset Select the Superset application image.
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Procedure

Resource

Configuration

Description

Security group

Inbound rule:

e Protocol/
Application: TCP

e Port: 80, 9000,
9001, 3306

e Source: 0.0.0.0/0

e 80: Specifies the internal
forwarding port of application
images.

e 9000: Allows external access to the
application O&M page.

e 9001: Allows external access to the
application management page.

e 3306: Allows access to MySQL
databases.

Procedure

Description

Step 1: Purchase a
FlexusL Instance

Purchase a FlexusL instance and select the Superset
application image.

Step 2: Configure
Security Groups

Add inbound security group rules to ensure that the
application preinstalled in the image can be accessed.

Step 3: Reset the
Password and Log In
to the FlexusL
Instance

A FlexusL instance does not have an initial password.
After creating a FlexusL instance, set a password for the
FlexusL instance.

Step 4: Initialize
Superset

Set the language, log in to Superset, and reset the
password.

Step 5: Obtain Data
from MySQL
Databases for
Analysis

To use Superset to obtain data from MySQL databases
for analysis, you need to connect to a database, add
datasets, and create charts.

Step 1: Purchase a FlexusL Instance

1. Log in to the FlexusLconsole and click Buy FlexusL.

2. Specify required parameters for the FlexusL instance.
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2|2

Paramet | Example Description

er

Region CN-Hong Kong For low network latency and quick resource
access, select the region nearest to your
target users. After a FlexusL instance is
created, the region cannot be changed.
Exercise caution when selecting a region.

Applicati | Superset Select the Superset application image.

on Image

Instance | 2 vCPUs | 8 GiB Select instance specifications as needed.

Specificat | memory

ions

Instance | Superset-Example | Customize an instance name that is easy to

Name identify, for example, Superset-Example.

(Optional | ¢ Data disk: 10 | You can bundle any of EVS, HSS (basic

) GiB edition), and CBR to your FlexusL instances

Associate | ¢ Host security | @S needed and set specifications as needed.

d Services

e Cloud backup
vault: 170 GiB
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3.
4.

Paramet | Example Description

er

Required | 1 month The minimum duration of a purchase is one

Duration month and the maximum duration is three
years.

Auto-renew is enabled by default, which
means the purchased FlexusL instances will
be automatically renewed before they
expire. If you do not enable auto-renew
during the purchase process, you can still
enable it later after the instances are
created. For more information about auto-
renewal rules, see Auto-Renewal Rules.

Quantity | 1 Set the number of FlexusL instances to be
purchased.

Click Buy Now and complete the payment as prompted.
Go back to the FlexusL console and view the purchased FlexusL instance.

Step 2: Configure Security Groups

Add inbound security group rules to ensure that the application preinstalled in the
image can be accessed.

1.

Log in to the FlexusL console and click a resource card to go to the instance
details page.

In the navigation pane on the left, choose Cloud Servers. Locate the server
and click its name.

u im ¢  Instance ID 664c5e... (T

Y
Q_—"__/ Region CN-Hong Kong 2 vCPU

hcss_ecs_4d44  © Running

; Qverview

Cloud Servers
of s

[l EVS Disks

& Cloud Backup Vaults

7 Host Security =5,

*‘_; D: eb0fa7c2-766-4fe 7 © Running

2vCPU

| hcss_ecs_4d44 |

On the Security Groups tab, click Add Rule. In the displayed dialog box, add
rules displayed in the following figure and click OK.

The following figure only displays common rules. You can add more rules as
needed.
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Table 4-9 Security group rules

Prior | Acti | Type [ Protocol | Source Description
ity on & Port
1 Allo IPv4 TCP: 80 0.0.0.0/0 Specifies the internal
w forwarding port of
application images
1 Allo IPv4 TCP: 3306 | 0.0.0.0/0 Allows access to MySQL
w databases.
1 Allo | IPv4 TCP: 9000 | 0.0.0.0/0 Allows external access to
w the application O&M
page.
1 Allo | IPv4 TCP: 9001 | 0.0.0.0/0 Allows external access to
w the application dashboard.

Step 3: Reset a Password

A FlexusL instance does not have an initial password. After creating a FlexusL
instance, set a password for the FlexusL instance. The password of the FlexusL
instance is also used for logging in to the O&M page of the application.

1.

In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard and check whether the application has
been up and running. If yes, go to the next step.

NOTICE

Wait for several minutes until the image with the pre-installed application is
up and running. Then, you can perform operations such as restarting or
stopping the instance, or resetting the password. Otherwise, the initial
password may become invalid and you cannot log in to the application
dashboard.

Figure 4-18 Entry to the application dashboard

After the application is started, the initialization wizard page of the dashboard
is displayed, as shown in Figure 4-19.
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Figure 4-19 Initialization wizard page of the Superset dashboard

Sign In

Enter your login and password below:

USERNAME:
- admin
PASSWORD:
Q LA R N RN NN ENNNEJNNH}N.]
SIGN IN
L1 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.

2. Locate the resource card and choose =~ > Reset Password to reset the
password.

For details, see Resetting the Password for a FlexusL Instance.

Figure 4-20 Resetting a password

FlexusL (1)

Batch operation (%)

>
S - -
© Running | CN East-Shanghai1
- e .
mm | | _n - |} | ] .

Stop
Restart

Reset Password

Upgrade
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(11 NOTE

The password for logging in to the FlexusL instance is also the password for logging in
to the O&M page of the application.

Step 4: Initialize Superset

Application images use code-based Ubuntu. They provide graphical user
interfaces to make your operations easier. You need to initialize the application
dashboard upon the first login. Then you can directly log in to the dashboard from
the FlexusL console afterwards.

1. In the address bar of a local browser, enter http://<Server-£E/P>9000 to log in
to the application O&M page.

The initial username and password for logging in to the application
dashboard are stored on the O&M page of the application. You need to log in
to the O&M page first to obtain the username and password. The username
for logging in to the O&M page is root, and the login password is the
password reset in 2.

(1] NOTE

For details about the FlexusL instances, O&M page, and dashboard, see What Is the
Relationship Among FlexusL Instances, the Dashboard, and the O&M Page?
2. On the My Apps page, click the application icon, choose Access, and click
Initial Account to view the username and password for logging in to the
application management page.

The initial password is a randomly generated strong password. After the
application is initialized, change the password on the dashboard for easy
management. If the password is changed, the initial password will be invalid.
Remember the new password.

Administrator © B

3. In the Image area on the Overview page of the FlexusL console, click Access
to go to the application dashboard.
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(11 NOTE

If the dashboard is not properly displayed, check the following causes:

e The port for accessing the dashboard is not allowed. Check whether the port is
allowed based on Step 2: Configure Security Groups.

e The dashboard is being started. Try again later.
4. Enter the username and password obtained in 2 to access the dashboard.
You can set the language on the login page or on the management page.

Figure 4-21 Initialization wizard page of the Superset dashboard

Sign In

Enter your login and password below:

o Y=
USERMAME:

- admin
PASSWORD:

Q LA R N RN NN ENNNEJNNH}N.]
L0 NOTE

If a message is displayed indicating that the username or password you entered is
invalid when you attempt to log in to the application dashboard, refer to Why Can't |
Access the Dashboard of the Application Pre-installed in the Application Image
After Entering the Initial Username and Password?
5. In the upper right corner of the page, choose Settings > User > Info and click
RESET MY PASSWORD.

Preset passwords are usually difficult to remember, so you are advised to set a
password that is easy to remember, and please keep it safe.
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OOSuperset puswoeids  Chats SQLLb+ Jaae

Your user information

List Users
Userinfo v
List Roles
UserNarre ainin B
Fow Leve' Security
Is Active? Tiue
ActionLog
Role [Admin
Login count 1
Anrozation Layars
035 Templazes

Personal Infg v Alerls & Reparts

First Name Supersel

LastName Admin Fro'ile

Email admin@sLperset.con nfo

Logout
[IHTWPAMM] IDTUSER |3

After the Superset application is initialized, you can deploy your applications
on the dashboard.

Step 5: Obtain Data from MySQL Databases for Analysis

This section describes some basic operations of Superset. For more information,
see Superset Documentation.

Step 1: Connect to Database
You can only analyze data after connecting to a database first.
1. On the management page, choose Data > Databases and click +DATABASE.
2. Select the database to be connected, for example, the MySQL database.
3. Enter the information about the database to be connected.
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Connect a database X

STEP 2 OF 3

»

Enter the required MySQL credentials

Meed help? Learn more about connecting to MySGL.
HOST* @ PORT *
122.112. 3306

DATABASE NAME *

prestashop

USERNAME *

prestashop

PASSWORD

DISPLAY NAME *

MySQL

ADDITIONAL PARAMETERS

SS1a

Table 4-10 Parameter descriptions

Parameter

Description

HOST/PORT

Specifies the public IP address and port number of the
database. The default MySQL port number is 3306.

DATABASE
NAME

Specifies the name of the database to be connected.

USERNAME/
PASSWORD

Specifies the username and password of the database.

DISPLAY
NAME

Specifies the name displayed on Superset after the database
is connected.

4. Click CONNECT.
5. Click FINISH and you can view the connected database in the list.
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Data Databases Datasets Saved queries Query history
EXPOSE IN SQL LAB AQE SEARCH
Database Backend AQE DML CSV upload Expose in SQL Lab Created by Last modified -
mysal x x x v Superset Admin now
examples postgresgl x x x v a day ago

Step 2: Add Datasets

Now that you have configured a data source, you need to register tables (called
Datasets in Superset) for subsequent chart creation.

1. Choose Data > Datasets and click +DATASET.

Add dataset

DaTABASE

mysal  MysQL

2. Click ADD, and you can view your dataset in the list of datasets.

Step 3: Create Charts

Superset is a powerful visualization builder that allows you to create charts and
dashboards. This section is for demonstration only. You can create exquisite charts
and dashboards by referring to the official guide.

1. Click the database name to visualize the chart.

Add the name of the chart E save [Z]
Datasat - .
oaTA cusTOMIZE o5 one  (EEETED
53] e —— : -~ i AvGlid)
v ion type ~
o5 85|
L EBTABLE 4k (5 L e o4 04
5 03 oz
. . iew all charts
02 o2
s Time © ~ a1 o
wu
Query ~
so a
~ | aucRY mobC s
AGGREGATC | RAW RECORDS H we
a6 s
g H DIMENSIONS
a5 a5
% i
- s s
+ brop co
&3 as
METRICS 82 a2
x| fon AVG(id) > o1 o
R o0 80
70 70
PERCENTAGE METRICS e py

+ Drop co

UPDATE CHART

2. Click SAVE to add the chart to the dashboard.
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Save chart

CHART NAME =

chartl

ADD TO DASHEOARD

CANCEL SAVE & GO TO DASHBOARD m

3. Click SAVE & GO TO DASHBOARD. The visualized chart is displayed on the
dashboard.
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Server Migration

5.1 Using Images to Migrate FlexusL Instances to ECSs

Scenarios

A FlexusL instance is a lightweight application server. It is friendly to beginners in
cloud computing. However, the instance specifications and functions are limited. If
a FlexusL instance does not meet your service requirements, you can change the
FlexusL instance to an ECS to obtain more specifications and functions. This
practice uses IMS to create an image from a FlexusL instance and then uses the
image to quickly create an ECS with the same configurations as the FlexusL
instance. In this way, your application is migrated from the FlexusL instance to the

ECS.

The following describes how to migrate a FlexusL instance with Nginx deployed to
an ECS using an image.

Resource Planning and Costs

This practice uses the following resource planning as an example. You can adjust it

as required.

Resource

Configuration

Description

Cost

Source
FlexusL
instance

Region: CN
North-Beijing4

Resources will be
migrated from the
source FlexusL
instance.

Billing is not involved
for existing
resources.
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Resource

Configuration

Description

Cost

Image

Image name:
flexusl-image

If the FlexusL
instance contains
only a system disk,
create a system disk
image. If the FlexusL
instance also contains
a data disk, create a
full-server image.

If the FlexusL
instance is not
associated with a
backup vault, a small
amount of pay-per-
use expenditures are
involved during the
creation of the full-
server image.

ECS

e Region: CN
North-
Beijing4

e ECS name:
ecs-flexusl

The ECS is created
using the image.

For details about the
expenditures
required for
purchasing an ECS,
see Price Calculator.

Constraints

e The image of the FlexusL instance uses the x86 architecture, so the FlexusL
instance can be migrated only to an x86 ECS.

e  When migrating the FlexusL instance to an ECS, ensure that the memory of
the ECS is greater than or equal to the memory or memory usage of the
FlexusL instance. Otherwise, the ECS may be unavailable due to insufficient

memory.

Process

Procedure

Description

Image

Step 1: Create a
FlexusL Instance
Full-Server

Create an image from the FlexusL instance and the use the
image to quickly provision ECSs with the same
configurations.

Image

Step 2: Create
an ECS Using an

Use the image to create an ECS with the same
configurations and verify services.

Related

Step 3: Release

Resources

Release the source FlexusL instance and the resources
generated during the migration.

Step 1: Create a FlexusL Instance Full-Server Image

1. On the IMS console, click Create Image.

2. Configure image parameters.

Issue 01 (2025-02-14)

Copyright © Huawei Cloud Computing Technologies Co., Ltd. 185



https://www.huaweicloud.com/intl/en-us/pricing/calculator.html#/ecs
https://console-intl.huaweicloud.com/ecm/?region=cn-north-4&locale=zh-cn#/ims/manager/imageList/selfImage

Flexus L Instance
Best Practices 5 Server Migration

is now in commercial use. Any private images stored will be billed according to IS pricing
s ial use. Any pi g d will be billed according to IMS pricing x

Image Type and Source

Regio
o etwork F
* Type reate Import Image
Image Type image Full-ECS image Data disk image o)
* Source ECS Cloud Server Backup
efore configure and optimize the ECS. Ensure Cloud-Init is installed if the ECS runs Linux and Cloudbase-Init is installed if the ECS
runs Win
* ACSBSol ser ackup will be generated when an ECS is used to create a ful-ECS image
All statuses v Nam; v Enterak Q
Name 0s Status. Private IP Address Created
“ Ubuntu 22.04 server 64bit Running 192.168 Oct 10, 2024 14:58:33
- Ubuuntts 22 04 server Rabit Running 197 168 et 10, 2024 145751
v Huawei Cloud Euler0S 2 Running 192.168. Sep 30. 2024 15:48:37.
v uawei Cloud Euler0S 2 @ Stopped 192.168 Sep 12, 2024 11:25:59
v Huawei Cloud Euler0S 2 @© stopped 192,168/ Sep 10, 2024 17:23:59.
v ECS-test-03 Huawei Cloud Euler0S 2 @© stopped 192.168 Sep 10, 2024 17:23:59.
Total Records: 8 6 v 1 2 >

Selected: hess_ecs_cfeb | System Disk: undefined | 40 GiB | Data disk: -

* Server

ckup Vault

Buy ECS
Image Information

Nam; flexuskimag

Enterprise Project defauit Q®

Tag t ™ on to add the same tag to difforent cloud resources. View predefined tags (3
You

Description

Agreement 1 have read and agree to the Statement of Commitmer

Table 5-1 Image parameters

Paramete | Example Description
r Value

Image Type and Source

Region CN North- Select the region where the source FlexusL
Beijing4 instance is located.

Type Create When creating an image for a server on Huawei
Image Cloud, select Create Image.

Image Full-ECS e If your FlexusL instance only contains a
Type image system disk, select System disk image.
System disk images can be created more
quickly, and you do not need to pay for
server backup vaults.

e If your FlexusL instance contains both a
system disk and a data disk, create a full-
server image.
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Paramete | Example Description
r Value
Source On the Click the Cloud Server tab and perform the

Servers tab: | following operations:

e Cloud e Select the cloud server name of the FlexusL
server: instance where an image is to be created.
hcss_ecs | o server backup vault: Click the drop-down list
~454d to select an available vault.

e Server If no vault is available, click Create Server
backup Backup Vault to create a vault. For details
vault: about the parameters, see Table 5-2.
flexusl- After purchasing a vault, click the refresh
vault

button on the right of the selection box and
select the vault.
NOTE

If you create a system disk image, Server Backup
Vault is unavailable.

Image Information

Name flexusl- Customize an image name that is easy to be
image identified.

Enterprise | default default

Project

Table 5-2 Server backup vault parameters

Paramete | Example Description
r Value
Billing Pay-per-use | Select a cloud server backup billing mode.
Mode
Region CN North- The region is fixed.
Beijing4
Protection | Retain the Backup vaults store the backup data of
Type default protected resources.
setting
Backup
Applicatio | Retain the Set this parameter based on the site
n- default requirements. It is not enabled by default.
Consistent | setting to
Backup disable this
option.
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Paramete | Example Description
r Value
Backup Retain the Select a value based on site requirements. The
Data default single-AZ backup is used as an example.
Redundan | value
cy Single-AZ.
Resources | e Configur | Associate the cloud server of the FlexusL
to Back e instance to be backed up with the vault.
Up e hcss_ecs_
454d
Backup 80 GiB Set this parameter based on site requirements.
Capacity The vault capacity must be greater than the

capacity of the FlexusL instance to be backed
up, or the backup may fail.

Backup Skip Set this parameter based on the site

Policy requirements. It is not configured in this
example

Enterprise | default default

Project

Vault flexusl-vault | In Advanced Settings, you only need to

Name customize the vault name.

3. Click Next and create an image as prompted.

Step 2: Create an ECS Using an Image

1.  On the IMS console, select the created private image flexusl-image and click
Apply for Server in the Operation column.

@ Fesatack m

2. On the page for purchasing an ECS, select the ECS specifications and
parameters as required, and click Submit.

For an ECS requested from IMS, retain the default region settings and fixed
image settings. For details about other parameters, see Purchasing a Custom
ECS.
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(11 NOTE

e Images are regional resources. ECSs can only be created from the images that are
in the same region as them. If you want to create ECSs using the image in other
regions, replicate the image to other regions before creating ECSs by referring to
Replicating Images Across Regions.

e The image of the FlexusL instance uses the x86 architecture, so the FlexusL
instance can be migrated only to an x86 ECS.

e When migrating the FlexusL instance to an ECS, ensure that the memory of the
ECS is greater than or equal to the memory or memory usage of the FlexusL
instance. Otherwise, the ECS may be unavailable due to insufficient memory.

3. Click Back to ECS List. The created ECS is displayed in the ECS list.

g'f’“(' ISEWE' a Elastic Cloud Server @
o

172.10.

4. After the migration, check whether services are normal.

Copy the EIP of the migrated server and use a browser to access the Nginx
service. If the Nginx service can be accessed, the migration is successful.

The Nginx server is manually deployed in the source FlexusL instance. This
section uses the Nginx server as an example to describe how to verify services
after the migration is complete. Perform the verification based on the actual
services of your FlexusL instance.

Welcome to nginx!

If you see this page, the nginx web server is successfully installed and
working. Further configuration is required.

For online documentation and support please refer to nginx.org.
Commercial support is available at nginx.com.

Thank you for using nginx.

Step 3: Release Related Resources

e Unsubscribe from the source FlexusL instance. For details, see Unsubscribing
from FlexusL Instances.

e Delete a cloud backup vault.

On the CBR console, locate the created server backup vault and click
Delete.

(11 NOTE

If you have created a system disk image, skip this step because this resource is not
involved during server migration.
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Cloud Backup
e

and Recovery
Console

5.2 Using SMS to Migrate Servers to FlexusL Instances

Application Scenario

This section describes how to use Server Migration Service (SMS) to migrate other
cloud servers to Huawei Cloud FlexusL instances in the same region or across

regions.

Precautions

e Once the migration starts, do not perform operations on the FlexusL
instances, including but not limited to stopping the instances, changing the
OS, or reinstalling the OS. Otherwise, the migration will be interrupted or fail.

e If you want to migrate incremental data after the full migration is complete,
do not reinstall or change the OS for the FlexusL instances, or the migration

will

Constraints

fail.

e Only x86 servers can be migrated to FlexusL instances.

e SMS migrates entire servers. It cannot only migrate system or data disks of
servers.

e  Only servers with one data disk can be migrated. The paired FlexusL instances
must have system and data disks at least as large as the source servers.

For more information, see SMS Precautions and SMS Constraints.

Resource Planning and Costs

Resour
ce

Data
Planning

Description

Cost

Source
server

Server name:
source-server

OS: CentOS
79

The source server can be
in Huawei Cloud, another
cloud platform, or an on-
premises environment.

If the source server has
no EIP bound, you need
to configure one for the
source server. You need
to pay for the EIP.
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Resour | Data Description Cost
ce Planning
Target | Server name: | The target server is a You need to pay for the
server destination_se | Huawei FlexusL instance. | FlexusL instance.
rver
os:
Huawei Cloud
EulerOS 2.0
SMS - SMS is available for free. | You need to pay for the
pay-per-use migration
resources (including EVS
disks, EVS snapshots, and
traffic) used during the
migration. For details,
see SMS Billing.
Process
Procedure Description
Making Prepare accounts, obtain required permissions, and

Preparations

prepare source and target servers.

Step 1 Installing
and Starting the
Agent on the
Source Server

Install and start the Agent on the source server. To start
the Agent, you must enter the AK/SK pair of the Huawei
Cloud account the FlexusL instance belongs to. After the
Agent is started, it reports information about the source
server to SMS.

Console

Step 2: Configuring
the Target Server
on the SMS

Configure the target server which will receive data
migrated from the source server.

Step 3: Starting
the Migration

Start the migration to replicate all data from the source
server to the target server. The replication speed depends
on the outbound bandwidth of the source server or the
inbound bandwidth of the target server, whichever is
smaller.

Result

Step 4: Viewing
the Migration

Check whether the source server is successfully migrated,
and install the one-click password reset plug-ins and the
HSS Agent on the target server.

Step 5: Creating a
Private Image and
Changing the OS
of the FlexusL
instance

Create a private image for the FlexusL instance and use
the image to change the OS for the instance. In this way,
the OS name of the FlexusL instance can be displayed in
the instance card, and reinstalling the OS for the FlexusL
instance will not roll back its OS to that before the
migration.
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Making Preparations

Prepare accounts, obtain required permissions, and prepare source and target
servers.

1.

Register a HUAWEI ID and enable Huawei Cloud services.

(10 NOTE

Real-name authentication is required for migration to regions within the Chinese
mainland.

Obtain required permissions for your HUAWEI ID.

If you use an HUAWEI ID for migration, you have the required permissions by
default. If you use an IAM user for migration, you need to obtain the required
permissions. For more information, see Creating a User Group and
Assigning Permissions.

Obtain an AK/SK pair for your target account.

The AK/SK pair will be used for authentication during the migration. To learn
how to obtain an AK/SK pair, see How Do | Obtain an AK/SK Pair for an
Account?

/\ CAUTION

SMS does not support AK/SK-based authentication for federated users (virtual
users).

Note the username and password for logging in to the source server.

If your source server is not in Huawei Cloud, note the username and password
of the source server. The username and password are required when you
install the one-click password reset plug-ins on the target server after the
migration is complete. If you forget the username and password, the plug-ins
installation process will be complex.

Confirm that the source server OS is supported by SMS.

- See Supported Windows OSs or Supported Linux OSs.

- A target server must run the same type of OS as the source server.
Ensure that the following network requirements are met:

a. The source server can connect to the Huawei Cloud APl Gateway over

TCP port 443. For more information, see Connecting Source Servers to
Huawei Cloud API Gateway.

{11 NOTE

It is recommended that all outbound ports on the source server be opened.

b. The source server can connect to the target server. For more information,
see Connecting Source Servers to Target Servers.

In this practice, EIP is used for connection. You need to purchase and
configure EIPs for both the source and target servers. A FlexusL instance
has an EIP bound by default.
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¢. The following ports are enabled in the security group of the target server
to allow traffic to these ports:

®"  Windows: TCP ports 8899, 8900, and 22

®  Linux: TCP port 22 for file-level migration, and ports 8900 and 22 for
block-level migration

For details about how to control traffic into and out of a security group,
see Adding a Security Group Rule.

/A\ CAUTION

e For security purposes, you are advised to only allow traffic from the
source servers over these ports.

e The firewall of the target server must allow traffic to these ports.

7. Ensure that the following source server requirements are met:
Available Space

- Windows: at least 320 MB of available space on a partition not smaller
than 600 MB, and at least 40 MB of available space on a partition
smaller than 600 MB

- Linux: at least 200 MB of available space on the root partition
Source Environment

- The system time of the source server must be consistent with the local
standard time to avoid Agent registration failures.

- If the source server runs Linux, rsync must be installed on it. You can run
the rsync -v command to check whether rsync is installed.

If it is not, install it by running the following command:
= CentOS: yum -y install rsync

®  Ubuntu: apt-get -y install rsync

®  Debian: apt-get -y install rsync

®  SUSE: zypper install rsync

= Other distributions: Refer to the official website documentation.

(10 NOTE

rsync comes preinstalled on most distributions by default.

Step 1 Installing and Starting the Agent on the Source Server
e If the source server runs a Linux OS, see Installing the Agent on Linux.

e If the source server runs a Windows OS, see Installing the Agent on
Windows.

FAQ
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If an error message indicating that rsync is not installed is displayed when you
install Agent on the Linux source server, install rsync based on Installing
Rsync and then reinstall the Agent.

[rootPecs-migrate-to-hecsl 3M3-figent1#t .-startup.sh
[3tart the migration pre-check. Please waiting... ko
.6918881 device-mapper: uevent: version 1.8.3
.692868]1 device-mapper: ioctl: 4.37.1-ioctl (28186-B4-83) initialised: dm-develBredhat.com
.8348821 3GI XF3 with ACLs, security attributes, no debug enabled
.B59118]1 xor: automatically using best checksumming function:
.B693481 avx 1 254808.808 MB/sec
.B892348]1 raidb: sseZxl  gen() 18558 MBrs
.1893421 raid6b: sseZxZ gen() 15179 MBrss
[EMS-A6bel126348ntraidb: sseZxd  gen() 19589 MB.s
[BMS-A6e14334Bntraid6b: auxZxl gen() 21898 MBrs
[SM3-AgelbBA33Bntraidb: awvZxZ2 gen() 38839 MBrs r
[EMS-Agel??733Bntraidb: awdZxd  gen() 34258 MBrs
[SMS-Age194a38ntraidbcavx5lZxl gen() 28893 MB-=x8b6_64/iocapture.ko
[SMS-Age211a39nt ioblocavxS12x26 . 32-7133218x86_64~
[SMS-AgeZ22B8a38nt s ioblocauxh12x46 . 32-7148242xB6_64iocapture ko
[SMS-Age228788nt/ioblocusing algorithm awvx51Z2x4 gen() (48242 MBrs)
[BMS -Age229355nt/xB6/ using awxb1lZxZ recovery algorithm
[SMS-AgeZ?3788ntBirfs loaded, crc3Zc=crc32c-intel
[SMS -Age2B243Pntfuse init (API version 7.23)
hecking migration risks ...

[Pre-migration failed. The following problems are found:

o
L inuxCheckBef oreStartup: ctory
Error??? 5M5.6517: rsync not installed on the source server.

[rootPecs-migrate-to-hecsl SMS-Agent 1#

If the following error message is displayed, check whether the access key is
correctly entered or deleted.

Figure 5-1 Error message

After the SMS-Agent is started, the SMS-Agent performs a migration check, collects the system configuration, hardware, disk, and
IP address information of the source server, and reports the collected information to SMS. All information collected is used fo

r data migration only and will not be used for other purposes. You can delete a migration task on the SMS cowsole at any time. T

he system automatically deletes all the preceding information. Do you agree? (ysmly

Please input AK(Access Key ID) of Public Cloud:QJOFBUG6EFUYSF4GUWLIHL

Please input SK(Secret Access Key) of Public Cloud :=xsceooe

sms . cn-north-4 .myhuawe icloud .com

Do you want to use the sms_domain you entered last time? Please enter Y-y or Nem: n

Please input sms_domain of Public Cloud: sms.( .com

agent is starting, this may take a few minutes...

Failed to obtain the JSON configuration file, Incorrect SMS domain mame. Ensure that the system time is consistent with the stan

dard time and the AK and SK are correct.Please check the entered woucher or network Failed to start sms agent![rootPecs-migrate-

Figure 5-2 Access key

My Credentials TS O

mye hem peridical, and

© Accese keys can be downloaded ony once af

© ryoubseyoura

cealea

d disable he old one.  (3)

OCreateAccassKey | Acosss Keys avalabe for ceaton: 1 Q

Actess Key ID Description status Created LastUsed Operation

ISPVBVX! sms Enatled Nov 15, 2022 11.29.31 GMT+. Nov *5, 2023 14:21:20 GMT+. Modify ' Disabl

Step 2: Configuring the Target Server on the SMS Console

1.

2.

Log in to the SMS console using the Huawei Cloud account that owns the
FlexusL instance and choose Servers on the left.

On the Servers page, locate the source server to be migrated and click
Configure.

After step 1 is complete, you can see the source server record on the Servers
page of the SMS console.
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© Procsss Fon [ UserGude.

sms Servers
Dasttcars 1500 encouner permiscons scuss when ueng SN, cortact e adTins¥atofo otian pemissins. Lea o
-m @ Aryounsal znd st the Agent 7 a source sarve: a fecord vl bs automatcaly generatzd
Tempiis:
seners
Process Flow X
et
@ FrecareorVigaon 2 Installng Sttt Agan 2) Configurs Targe: £) Star Migrator 5/ iaptioval] Launch Targe!

Fieca'e e migraion nehvcrk and 2K ataget seveforthe migrehon

Source NameD & Source OSIP Address & Migration Stage § Wigrtion Setus § Terget Time Spert § | Remaning §  EntemrseProect 9 | Operation

s 0379
e CENTOS 78 5487 ) - - derat

Reacy 1 ez a0

3. Configure the basic settings.
Retain the default settings on this page.
For details about the parameters, see Configuring the Target Server.

© contioure Basic settings

Migration Template | SystemProject v ] @

@ 17you understand how to configure the network, migration rate limit, and
migration method, hide the instructions

To migrate workloads over the public network, ensure that an EIP has been bound to the target server. The EIP will be used for migration
To migrate workioads over a private nef nsure that you have created required Direct Connect connections, VPN connections, VPC peering connections, or VPC subnets. The private [P
address of the target server will be used for migration

Migration Rate Limit 0 Mbitfs

0 means no rale limit. Ensure that perts 22, 8399 and 8900 have been enabled for YWindows migration, and ports 22 and 8900 have been enabled for Linux migration

Advanced Seftings Configure now

@ Before you configure migration resource limits, confirm that coroup has been
enabled on the source server. Othervise, these limits will not be applied. leam

more
cPULImit % ®
Wemory Limit ME ®
Disk Throughput Limit mes G
Migration Method {0ET] % Linux file-level
2 Lowe
ol Migration is performed block by block

joration is performed file by fle.

s servers, SMIS only supporis block-ievel migration
1P Address Version @ 1pv
Continuous Synchronization ®
Partition Resizing ® o ves
Start Target Upon Launch No
Weasure Netvork Performance (@) No Yes @
Enable Concurrency ® Automatic Manual ]

Ifthe migration bandwidth is small or the network performance is poor, enabiing concurrency may reduce the migration efficiency. The number of concurrent migrations or
synchronizations cannot exceed the number of partitions on the source server

SMS Price Free
Next C Target
You pay standard fees for the EVS disks used during the migration. L eam more

4. Configure the target server and click Next: Confirm in the lower right corner.

- Region: Select the region where the purchased FlexusL instance is
located.

- Server: Select Use existing and choose the purchased FlexusL instance.
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®  Only servers with one data disk can be migrated. The paired FlexusL

instances must have system and data disks at least as large as the
source servers.

"  The target server must run the same type of OS as the source server.

®  The security group of the target server must be correctly configured.

It must be configured to allow access on TCP ports 8899, 8900, and

22 for a Windows migration, or on port 22 for a Linux migration.

@ Configure Basic Settings e Configure Target
+ Region © CN South-Guangzhou v
Project

+ Sever Use existing Create new

1.Ifyou select Create new, a pay-per-use ECS will be created by default. You can change s biling mode to yearlyimonthiy after the migration is complete.

2.If you switch services over {0 a cloned target server, the target server will use fhe same login credentials as the source server.

To ensure that the target can start properly after migration, the target server will be formatted during migration, and such informationas the registry and network configuration will be
modified. Advised to back up data before migration.

Name v Q al Q

Source: source-server | Recommended Target: OS: CENTOS_7_9_64BIT | System Disk: 40GIB  Create Now

Name 0s Disk Private P Address EIP

@ hcss_ecs_23eb Huawei Cloud Euler0S 2.0 64bit System Disk: 40 GiB

If the following information is displayed when you perform this step, allow
traffic over the prompted port, refresh the page, and repeat this step.

‘ Enable IPv4 TCP port 22 in the security group of the target

semnver. Refresh the page and try again. Solution

On the Confirm page, confirm the information and click Save or Save and
Start.

If you select Save, read the migration checklist carefully and click OK.
Then start the migration.

If you select Save and Start, read the migration checklist carefully and

click OK. The migration starts automatically. View the migration status

and details.
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Are you sure you want to save the configuration?

Step 3: Starting the
1. Log

@) Migration Checklist ®

The system automatically checks the migration feasibility of the source server,
but you must check the following items manually:

Do not restart the Agent during the migration.

Make zure that you select a target server with the same OS as the source server.

After the migration, make sure that you create a mirror for each target server disk. Mote
that after the migrafion, reinstalling or changing the target server OS or modifying its
specifications may fail or make the server unavailable.

Make sure that TCP ports 22, 8899, and 8900 are enabled for Windows target servers,
and poris 22 and 2300 are enabled for Linux target sernvers.

Before the migrafion is complete, do not perform any operations on the target
server, such as changing or reinstalling the O%. Otherwise, the migration may fail and

additional pricing may apply.

Learn more

Migration

in to the SMS console using the Huawei Cloud account that owns the

FlexusL instance and choose Servers on the left.

2. On the Servers page, locate the source server to be migrated and click Start
in the Operation column.

Alte
list.

SMs

Dashboard

Servers

Templates

rnatively, select the server to be migrated and click Start above the server

Servers @ ProcessFlow @ User Guide

17 you encounter permissions issues when using SNIS, cortact the adminisirafor 1o obtain permissions. _earn more

Froxy Servers

Agents

3. Afte

0 s R T A B & generted
Process Flow X
© Fresso oraraion 2 st s st gent 5 Corure Tage 4 st wgrsion 5) OptorapLaincnTa
Prepare the mgretion network and Install the Agent on the source serve’ Configure a target server for the After the initial replication, he ‘Stop witing data to
AKISK. andstart it migration nigration automatically enter. andlaunch the

s efore Migration nstallng Agent

(st ) (Pause ) (" tawnchTaget ) (" syne ) (“wore v ) e
alle
O Source Namemd § Source OSIP Address § | Migraion Sage © | Migratio. § | Target TimeS.. §  Remain. §  Enterpri. © | Gperatin
- 05796 Ready 110 gecinaton sone
souceserve GENTOS.7.9_pEIT ° gestnation_sener B st - e
47a04522-6620-4630:034 1

r the migration starts, click the name of the source server to view the

migration status and details.
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4. Check whether the Status changes to Finished. If it changes, the target server
has been launched, and the migration is complete.

Source Name/ID & Source OS/IP Address < Migration Stage Migratio... € Target

source-service CENTOS_7_o_84B1T Disconnected hess_ees_23eb
9348c257-0913-4421-b1e

5. (Optional) If incremental data is generated on the source server after the full
migration is complete, synchronize the incremental data from the source
server to the target server.

(" stat ) ( Pause ) ( LaunchTarget | sync )|( more
n Source Name/lD & Source OS/IP Address & Migration Stage &
Source-server CENTOS_7_9_84BIT
© - S

4T7ad4622-6ea9-4e6b-b34 .

(11 NOTE

If you want to migrate incremental data after the full migration is complete, do not
reinstall or change the OS for the target server, or the migration will fail.

Step 4: Viewing the Migration Result

1. Check the OS on the FlexusL instance.

Click Remote Login in the FlexusL instance card. If the OS and kernel
information of the source server is displayed, the migration is successful.

Enter the username and password of the source server to log in to the FlexusL
instance.

Cent03 Linux 7 (Corel
Kernel 3.18.8-1168.92.1.e17.x86_64 on an =B6_64

source-service login: root
Password:
Last login: Wed Mov 15 16:18:34 on ttyl

[root@source-service ~1#

2. (Optional) Install the one-click password reset plug-in on the FlexusL
instance.
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If your source server was not created from a Huawei Cloud image, install the
one-click password reset plug-in on the FlexusL instance. With the plug-in,
you can reset your instance password. To install the plug-in, refer to the
following:

- What Should | Do If the Password Cannot Be Reset After | Use a
Private Linux Image to Create a FlexusL Instance or Change the OS of
an Existing Instance and | Forgot the Initial Password of the Private
Image?

- What Should I Do If the Password Cannot Be Reset After | Use a
Private Linux Image to Create a FlexusL Instance or Change the OS of
an Existing Instance and | Know the Initial Password of the Private
Image?

3. (Optional) Check the HSS service status.
- If your FlexusL instance does not contain the HSS service, skip this step.

- If your FlexusL instance contains the HSS service, but the service is not
enabled, enable HSS by referring to What Do | Do If HSS Is Not Started
After | Use a Private Image to Create a FlexusL Instance or Change
the OS of an Instance?

Figure 5-3 HSS Unprotected status
35 Overview
Host Security
& Cloud Servers
& EVS Disks
~ Cloud Backup Vaults

) | Host Security

hcss _ecs 6a63

L
=

View protected server

Step 5: Creating a Private Image and Changing the OS of the FlexusL

instance

After the migration is complete, the original OS name (Huawei Cloud EulerOS 2.0)
is still displayed in the FlexusL instance card, as shown in figure Figure 5-4. If you
choose to reinstall the OS for the FlexusL instance after the migration is complete,
the OS will actually be rolled back to the original OS Huawei Cloud EulerOS 2.0
rather than CentOS 7.9, and the OS data migrated from the source server will be
lost.

Create a private image for the FlexusL instance. Then use the image to change the
OS for the instance. After the OS is changed, the above two problems can be
solved.

NOTICE

If the OS is changed, incremental data on the source server cannot be
synchronized. Ensure that no incremental data needs to be synchronized before
changing the OS.
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Figure 5-4 Image name of the FlexusL instance

FlexusL (9)

Batch operation (%)

<, destination_server
~ © Running

| [ ] Huawei Cloud Euler0s 2.0 Standard 64 bit |

2 vCPU | 2 GiB | System disk 40 GiB | Data package 400 GB | Peak __.

EIP:100.95.

Inuse, 30day... O Rremote Login £ Renew

Log in to IMS console, choose Create Image, and configure the following

parameters:

Region: Retain the default value.
Type: Retain the default value.
Image Type: Retain the default value.
Source: Select the FlexusL instance.

Name: Enter an image name that is easy to identify, for example,
CentOS 7.9_source-server-image.

Agreement: Read the agreements and select the Agreement option.
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@ 1MS is now in commercial use. Any private images stored will be billed according fo IS pricing x

Image Type and Source

Region © CN South-Guangzhou -

e mootimese | @
imege Troe FEcsimes  Duodskimese @

Source ECs BMS

= Only ECSs in the running or stopped state can be used 1o create private images
- Before creating an image, configure and optimize the ECS. Ensure Cloud-Init is installed if the ECS runs Linux and Cloudbase-Initis instalied if the ECS
runs Windows. Leamn more

« Do not perform any operation on the selected ECS or associated resources when an image is being created.

Al statuses - Name v allc
Name os Status Private IP Address Created
~ (@ hecss_ecs 23eb Huawei Cloud Euler0S 2.0 Running Mar 20, 2024 15:22:47 G
v
~ -
v &
~ &
6 < | TotalRecords:9 2 >
Buy ECS
Image Information
Name CentoS 7.9_source-server-image
Enterprise Project | default vlc®
Taa itis recommended that you use TMS's predefined tag function 1o add the same tag to different cloud resources. View predefined tags
u ) mo
Description
011,024
Agresment I have read and agree to the Statement of Commitment to Image Creation and Image Disciaimer.

2. Click Next, confirm the information, and click Submit.

3. Go back to the FlexusL console, click the FlexusL instance, and choose
Change OS in the upper right corner.

«,, WordPress-ap-southeas... 2 oo o Q2 Remote Login (@ Renew -]

U regonCvtong Keng 240PU 1268 | Sysem ik 60 GB | Data package

© Running Restart

Stop

Reset Password
83 Overview

Upgrace

& Cloud Servers Resource Overview © Process Flow

@ EvsDisks Reinstall O
<»  Cloud Instance = _ Elastic Volume 40 | Elastic IP

> Glous Backup Vaus — < stc volu
<= S 1 sysemosc - 1

© Host Securty Enable Auto-Renew

Elastic Volume ~ CloudBackupa, @ HostSecurity S Unsubscribe
» 1

-
22 1 paaoisk =2 1 sasicEdton

4. Configure the parameters for changing the OS and click Submit.
- Select the private image CentOS 7.9_source-server-image created in 1.
- Stop the instance first or select Stop server on the Change OS page.
- Read and agree to the agreements.
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Current Configuration

Name 1P Address Specifications Image

ness_ecs_23eb {private) 2VCPUS | 2 GB | System disk 40 GIB Huawel Cloud EulerOS 2.0 Standarc 64bit

Aoplication Images ~ OS Imagas  Private Images

CentO3 7.9_source-sener-mage (40GiB) v | O creaeld

Newimage  CentOS 7.9_source-serverimage Image ID: 0i530a04-6af2-4ch"-ac97-9748e3906789 | OS: Huawel Cloud Euler0S 2.0 64bt

A\ 1.Select an image in the current region and ensure that the image specifications are appropriate for  Leam
creating this instance, ar the creation or start may fail more
2. Afer you install the instance with a nev: image, change the password for logging in to the instance.

Stop server

A\ The sever wil be autmatically stopped. Do not perform any operations on the server
during this process.

1 have read and agree to the User Agreement | Image Disclaimer.

e ¥0.00 «<

5. Check whether the image name on the console is changed.
FlexusL (9)

Batch operation (%)

<, destination_server
\\\\:;_/J O Running

@I Cent0S 7.9_source-server-image |
2vCPU | 2 GiB | System disk 40 GiB | Data package 400 GE | Peak ...

EIP:100.95.

Inuse, 30day... O Remote Login 3 Renew
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