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Security Declaration

Vulnerability

Huawei's regulations on product vulnerability management are subject to the Vul. Response Process. For
details about this process, visit the following web page:
https://www.huawei.com/en/psirt/vul-response-process

For vulnerability information, enterprise customers can visit the following web page:
https://securitybulletin.huawei.com/enterprise/en/security-advisory
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1 What's New

Web Application Firewall wt
Latest features and updates \:fj//
February 2024
No. | Feature Description Phase | Document
1 Dedicated WAF | If your service servers are | Comm | Adding a
mode available | deployed on Huawei ercial | Website to
Cloud, you can use use WAF
dedicated WAF instances (Dedicated
to protect your website Mode)

services as long as your
website has domain
names or IP addresses.
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1 What's New

September 2022

No.

Feature

Description

Phase

Document

1

This issue is the
first official
release.

Web Application Firewall
(WAF) keeps web services
stable and secure. It
examines all HTTP and
HTTPS requests to detect
and block the following
attacks: Structured Query
Language (SQL) injection,
cross-site scripting (XSS),
web shells, command and
code injections, file
inclusion, sensitive file
access, third-party
vulnerability exploits,
Challenge Collapsar (CC)
attacks, malicious
crawlers, and cross-site
request forgery (CSRF).

Comm
ercial
use

Web
Application
Firewall
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